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NEW QUESTION 1

HOTSPOT - (Topic 6)

HOTSPOT

You have a Microsoft 365 subscription.

You need to review metrics for the following: The daily active users in Microsoft Teams Recent Microsoft service issues

What should you use? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

Answer Area

Teams daily active users: ) v
EMJE[DEDﬁ Secure Score E
Adoption Score

Service health
Usage reports

Recent Microsoft service 1ssues: v
Microsoft Secure Score

Adoption Score
Service health

Usage reports

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: Usage reports

The daily active users in Microsoft Teams

Microsoft 365 Reports in the admin center - Microsoft Teams usage activity

The brand-new Teams usage report gives you an overview of the usage activity in Teams, including the number of active users, channels and messages so you
can quickly see how many users across your organization are using Teams to communicate and collaborate. It also includes other Teams specific activities, such
as the number of active guests, meetings, and messages.

Box 2: Service Health

Recent Microsoft service issues

You can view the health of your Microsoft services, including Office on the web, Yammer, Microsoft Dynamics CRM, and mobile device management cloud
services, on the Service health page in the Microsoft 365 admin center. If you are experiencing problems with a cloud service, you can check the service health to
determine whether this is a known issue with a resolution in progress before you call support or spend time troubleshooting.

NEW QUESTION 2

- (Topic 6)

You have a Microsoft 365 E5 subscription that contains a user named Userl.

Userl exceeds the default daily limit of allowed email messages and is on the Restricted entities list.
You need to remove Userl from the Restricted entities list. What should you use?

A. the Exchange admin center

B. the Microsoft Purview compliance portal
C. the Microsoft 365 admin center

D. the Microsoft 365 Defender portal

E. the Microsoft Entra admin center

Answer: D

Explanation:

Admins can remove user accounts from the Restricted entities page in the Microsoft 365 Defender portal or in Exchange Online PowerShell.

Remove a user from the Restricted entities page in the Microsoft 365 Defender portal In the Microsoft 365 Defender portal at https://security.microsoft.com, go to
Email & collaboration > Review > Restricted entities. Or, to go directly to the Restricted entities page, use https://security.microsoft.com/restrictedentities.
Reference:

https://learn.microsoft.com/en-us/microsoft-365/security/office-365-security/removing-user-from-restricted-users-portal-after-spam

NEW QUESTION 3

- (Topic 6)

You have a Microsoft 365 tenant.

You plan to implement device configuration profiles in Microsoft Intune. Which platform can you manage by using the profiles?

A. Ubuntu Linux

B. macOS

C. Android Enterprise
D. Windows 8.1

Answer: D

Passing Certification Exams Made Easy visit - https://lwww.2PassEasy.com



Welcome to download the Newest 2passeasy MS-102 dumps

@ 2 p QsseaQs ":J https://www.2passeasy.com/dumps/MS-102/ (312 New Questions)

NEW QUESTION 4

- (Topic 6)

Your company has a Microsoft 365 E5 tenant that contains a user named Userl. You review the company’s compliance score.
You need to assign the following improvement action to Userl:Enable self-service password reset.

What should you do first?

A. From Compliance Manager, turn off automated testing.

B. From the Azure Active Directory admin center, enable self-service password reset (SSPR).

C. From the Microsoft 365 admin center, modify the self-service password reset (SSPR) settings.
D. From the Azure Active Directory admin center, add Userl to the Compliance administrator role.

Answer: D
Explanation:

Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/compliance-manager-improvement-actions?view=0365-worldwide
https://docs.microsoft.com/en-us/azure/active-directory/fundamentals/active-directory-users-assign-role-azure-portal

NEW QUESTION 5

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others

might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an on-premises Active Directory domain. The domain contains domain controllers that run Windows Server 2019. The functional level of the
forest and the domain is Windows Server 2012 R2.

The domain contains 100 computers that run Windows 10 and a member server named Serverl that runs Windows Server 2012 R2.

You plan to use Serverl to manage the domain and to configure Windows 10 Group Policy settings.

You install the Group Policy Management Console (GPMC) on Serverl.

You need to configure the Windows Update for Business Group Policy settings on Serverl. Solution: You copy the Group Policy Administrative Templates from a
Windows 10

computer to Serverl. Does this meet the goal?

A.yes
B. No

Answer: A

NEW QUESTION 6

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 subscription.

You need to configure a group naming policy.

Which portal should you use, and to which types of groups will the policy apply? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Answer Arca
Portal: —
The Microsoft 365 admin center -
The Microsoft 365 admin center
Group types: | The Microsoft 365 Defender portal
The Microsaft Entra admin center
The Microsoft Purview compliance portal
= :
Group types: | Security only - l
Microsoft 365 only
Secunty and mail-enabled security only
Microsoft 365 and distnbution only
Micrasoft 365, mail-enabled secunty, and distnibution only
Security, Microsoft 365, mail-enabled security, and distribution
A. Mastered

B. Not Mastered
Answer: A

Explanation:
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Answer Area

Portal:
The Microsoft 365 admin center v

| The Microsaft 365 admin center
Group types: | The Microsoft 365 Defender portal
The Microsoft Entra admin center
| The Microsoft Purview compliance portal

Group types: {Sﬁ urity only ol
Microsoft 365 only
fsecuriyony |
Security and mail-enabled security only
Microsoft 365 and distribution only
Microsaft 365, mail-enabled security, and distribution only
Security, Microsoft 365, mail-enabled secunty, and distribution

NEW QUESTION 7
HOTSPOT - (Topic 6)

HOTSPOT
You have a Microsoft 365 E5 subscription that contains the users shown in the following table.
Name Role

User1 Global Administrator
User2 Service Support
Administrator

User3 Cloud Application
Administrator

Userd None

You plan to provide User4 with early access to Microsoft 365 feature and service updates. You need to identify which Microsoft 365 setting must be configured,

and which user can

modify the setting. The solution must use the principle of least privilege.

What should you identify? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Answer Area

Microsoft 365 setting: b4
Office installation options

Privileged access
Release preferences :

User: | v-
Userl only

User2 only

User3 only

Userl and User2 only

Userl and User3 only

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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Answer Area

Microsoft 365 setting: | A4
Office installation options

Privileged access |
l Release preferences

cr r

e o]

User: v |
Userl only

User2 only

User3 only :

Userl and User2 only

Userl and User3 only

NEW QUESTION 8

HOTSPOT - (Topic 6)

HOTSPOT

You have a Microsoft 365 E5 subscription that contains two users named Adminl and Admin2.
All users are assigned a Microsoft 365 Enterprise E5 license and auditing is turned on.

You create the audit retention policy shown in the exhibit. (Click the Exhibit tab.)
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New audit retention policy

Name =

Policy1

Description

Record Types

AzureActiveDirectory ~

Activities

Added user, Deleted user, Reset user password, Changed user password, Changed user license, ...(T) -

Users:

Admin1

Duration =
(® 90 Days

& Months

1 Year

Pricrity =

100

After Policyl is created, the following actions are performed:

? Adminl creates a user named Userl.
? Admin2 creates a user named User2.

How long will the audit events for the creation of Userl and User2 be retained? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

User1:

>, 4

0 days
30 days
90 days
180 days
365 days

User2:

0 days
30 days
90 days
180 days
365 days
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A. Mastered
B. Not Mastered

Answer: A
Explanation:
User1: v
0 days
| 30 days
90 days |
180 days
365 days
User2: v
0 days
30 days
90 days
| 180 days _
| 365days !
NEW QUESTION 9
- (Topic 6)
You have a Microsoft 365 tenant that contains the groups shown in the following table.
Name Type
Group] Distribution :
Group?2 Mail-enabled security
Group3 Security

You plan to create a new Windows 10 Security Baseline profile. To which groups can you assign to the profile?

A. Group3 only

B. Groupl and Group3 only

C. Group2 and Group3 only

D. Groupl. Group2. and Group3

Answer: A

Explanation:

Reference:
https://docs.microsoft.com/en-us/mem/intune/protect/security-baselines-configure#create-the-profile
https://docs.microsoft.com/en-us/microsoft-365/admin/create-groups/compare-groups?view=0365-worldwide

NEW QUESTION 10
- (Topic 6)
From the Security & Compliance admin center, you create a content export as shown in the exhibit. (Click the Exhibit tab.)
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SharePoint Content Export

L Restart report + Download report i Delete
Status:
The export has completed. You can start downloading the
results.

Items included from the search:
All items, excluding ones that have unrecognized format, are
encrypted, or weren't indexed for other reasons.

Exchange content format:
One PST file for each mailbox.

De-duplication for Exchange content:
Not enabled.

SharePoint document versions:
Included

Export files in a compressed (zipped) folder:
Yes

The export data was prepared within region:
Default region

Feedback

What will be excluded from the export?

A. a 10-MB XLSX file
B. a 5-MB MP3 file

C. a5-KB RTF file

D. an 80-MB PPTX file

Answer: B

Explanation:

Unrecognized file formats are excluded from the search.

Certain types of files, such as Bitmap or MP3 files, don't contain content that can be indexed. As a result, the search indexing servers in Exchange and SharePoint
don't perform full-text indexing on these types of files. These types of files are considered to be

unsupported file types.

Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/partially-indexed-items-in-content-search?view=0365-worldwide
https://docs.microsoft.com/en-us/office365/securitycompliance/export-a-content-search- report

NEW QUESTION 10

- (Topic 6)

You have a Microsoft 365 E5 subscription.

You define a retention label that has the following settings:

* Retention period 7 years

« Start the retention period bated on: When items were created

You need to prevent the removal of the label once the label K applied to a lie What should you select in the retention label settings?

A. Retain items even If users delete
B. Mark items as a record

C. Mark items as a regulatory record
D. Retain items forever

Answer: B

NEW QUESTION 12
- (Topic 6)
You have a Microsoft 365 subscription that uses Microsoft Defender for Office 365 and contains a mailbox named Mailbox1.
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You plan to use Mailbox1 to collect and analyze unfiltered email messages.
You need to ensure that Defender for Office 365 takes no action on any inbound emails delivered to Mailbox1.
What should you do?

A. Configure a retention policy for Mailbox1.
B. Create a mail flow rule.

C. Configure Mailbox! as a SecOps mailbox.
D. Place a litigation hold on Mailbox1.

Answer: D

NEW QUESTION 16

- (Topic 6)

You have a Microsoft 365 F5 subscription.

You plan to deploy 100 new Windows 10 devices.

You need to order the appropriate version of Windows 10 for the new devices. The version must
Meet the following requirements.

Be serviced for a minimum of 24 moths.

Support Microsoft Application Virtualization (App-V) Which version should you identify?

A. Window 10 Pro, version 1909
B. Window 10 Pro, version 2004
C. Window 10 Pro, version 1909
D. Window 10 Enterprise, version 2004

Answer: D

Explanation:

Reference:

https://docs.microsoft.com/en-us/windows/release-health/release-information
https://docs.microsoft.com/en-us/windows/application-management/app-v/appv-supported- configurations

NEW QUESTION 19
- (Topic 6)

You have a Microsoft 365 tenant that contains a Windows 10 device named Devicel and the Microsoft Endpoint Manager policies shown in the following table.
Block execution of potentially
obfuscated scripts (js/ivbs/ps)

Policy1 Attack surface reduction | Audit mode

Name Type

(ASR)

Policy2 Microsoft Defender ATP | Disable
Baseline

Policy3 Device configuration Not configured
profile

The policies are assigned to Devicel.
Which policy settings will be applied to Devicel?

A. only the settings of Policyl
B. only the settings of Policy2
C. only the settings of Policy3
D. no settings

Answer: D

NEW QUESTION 23

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 E5 subscription that contains a user named Userl. You need to enable Userl to create Compliance Manager assessments.
Solution: From the Microsoft 365 admin center, you assign Userl the Compliance admin role.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:
Reference:
https://github.com/MicrosoftDocs/microsoft-365-docs/blob/public/microsoft-365/security/office-365-security/permissions-in-the-security-and-compliance-center.md

NEW QUESTION 26

HOTSPOT - (Topic 6)

HOTSPOT

You have an Azure AD tenant named contoso.com that contains the users shown in the following table.
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Name | Member of Multi-Factor Auth Status
User1 [ Groupi Disabled
User2 | Groupl Enforced

Trusted location

Yes

Yes

? Users or workload identities assignments: All users
? Cloud apps or actions assignment: Appl

? Conditions: Include all trusted locations

? Grant access: Require multi-factor authentication
For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Answer Area

When User1 connects to App1 from a device that has an IP E:E J

Statements

address of 131.107.50.10, User1 must use MFA.

Yes No

When UserZ connects to App1 from a device that has an IP '
address of 131.107.20.15, User2 must use MFA.

When UserZ2 connects to App1 from a device that has an IP : )

address of 131.107.5.5, User2 must use MFA.

A. Mastered

B. Not Mastered

Answer: A

Explanation:

Box 1: Yes

Multi-factor authentication (MFA) is configured to use 131.107.5.0/24 as trusted IPs. The tenant contains the named locations shown in the following table.
Name IP address range

Location 131.107.20.0/24

Location2 131.107.50.0/24

You create a conditional access policy that has the following configurations:

*131.107.50.10 is in a Trusted Location so the conditional access policy applies. The policy requires MFA. However, Userl’s MFA status is disabled. The MFA

requirement in the conditional access policy will override the user's MFA status of disabled. Therefore, Userl must use MFA.

Box 2: Yes.

*131.107.20.15 is in a Trusted Location so the conditional access policy applies. The policy requires MFA so User2 must use MFA.

Box 3: No.

IP not from Trusted Location so Policy does not apply, Subnet 131.107.5.5 is not in the range of 131.107.50.0/24

NEW QUESTION 28
HOTSPOT - (Topic 6)

HOTSPOT

You have a Microsoft 365 E5 subscription.
From Azure AD Privileged Identity Management (PIM), you configure Role settings for the Global Administrator role as shown in the following exhibit.
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Activation
Setting State
ACTVATION Maximum duration (hours) 8 hours)
On BCUVTION, regune Azure MFA
Require justification on activation Yes
Reguire ticke? informahon on 3Ctwahon MO
Require approval 1o Ctivate No
Approvers MNong
Assignmaent
Setting State
allow permanent eligible assgnment ]
Expire eligible assignments after 3 monthis)
Allow permanent active assigrment Mo
Expire active assignments after 15 day(s)
Require Azure Multi-Factor Authentication on Sctive assignmaent Ve
Reguire justification on active assignment Yes

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

Answer Area

A user that is assigned the Global Administrator role as active [answer cholce]. i
will lose the role aﬁ:eEaght hours

can reactivate the role every eight hours
can reactivate the role every 15 days
will lose the role after 15 days

You can make the Global Administrator role available to activation requests [answer choice]. | v |
for up to eight hours

for up to three months

for up to 15 days

until the requests are revoked manually

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: will lose the role after eight hours

From exhibit; Activation, Activation maximum duration (hours): 8 hour(s)

Box 2: for up to three months

We see from exhibit: Assignment, Expire eligible assignment after: 3 month(s)

NEW QUESTION 33
HOTSPOT - (Topic 6)
You configure a data loss prevention (DLP) policy named DLP1 as shown in the following exhibit.

Choose the types of content to protect

This policy will protect that matches these requirements. You can choose sensitive info types and

axisting labels
Any of thase »
Sensitive info type Match accuracy

min max
Credit Card Number 85 100

Retention labels
1 year
sdd -

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.
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DLP1 cannot be applied to [answer choice]. v

Exchange email
ShareFoint sites
OneDrive accounts

DLP1 will be applied only to documents that have [answer choice]. v

both a credit card number and the 1 yaear label applied
either a credit card number or the 1 year label applied
between 85 and 100 credit card numbers

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Using a retention label in a policy is only supported for items in SharePoint Online and OneDrive for Business.

NEW QUESTION 34

- (Topic 6)

Your network contains an Active Directory forest named Contoso. Local. You have a Microsoft 365 subscription.
You plan to implement a directory synchronization solution that will use password hash synchronization.

From the Microsoft 365 admin center, you successfully verify the contoso.com domain name.

You need to prepare the environment for the planned directory synchronization solution. What should you do first?

A. From Active Directory Domains and Trusts, add contoso.com as a UPN suffix.

B. From the Microsoft 365 admin center verify the Contos

C. Local domain name.

D. From the public DNS zone of contoso.com, add a hew mail exchanger (MX) record.
E. From Active Directory Users and Computers, modify the UPN suffix for all users.

Answer: A
NEW QUESTION 39

DRAG DROP - (Topic 6)
Your company has a Microsoft 365 E5 tenant.

Users access resources in the tenant by using both personal and company-owned Android devices. Company policies requires that the devices have a threat level

of medium or lower to access Microsoft Exchange Online mailboxes.

You need to recommend a solution to identify the threat level of the devices and to control access of the devices to the resources.

What should you include in the solution for each device type? To answer, drag the appropriate components to the correct devices. Each component may be used

once, more than once, or not at all. You may need to drag the split bar between panes or scroll to view content.
NOTE: Each correct selection is worth one point.

Solutions Answer Area

An app configuration policy Company-owned devices: Solution

An app protection policy Personal devices: Solution

A compliance policy

A configuration profile

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Solutions Answer Area

| : : |
 An app configuration policy | Company-owned devices: A compliance policy

: l
Personal devices: |An app protection pelicy :
I
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NEW QUES
DRAG DRO
DRAG DRO

TION 44
P - (Topic 6)
P

You have a Microsoft 365 E5 subscription. Several users have iOS devices.

You plan to enroll the iOS devices in Microsoft Endpoint Manager.

You need to ensure that you can create an iOS/iPadOS enrollment profile in Microsoft Endpoint Manager.
Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the
correct order.

Actions

' From the Microsoft Endpoint Manager admin center
add a dem ce enrollment manager.

i Upload an Apple MDM push certificate to Microsoft

I Frnm Ih.e Mmrasnﬂ Em:lpmnl Manager admin cerner
| download a certificate signing request.

| Endpoint Manager.

Portal

A. Mastered

B. Not Mastered

Answer: A

Explanation:

Actions

From the Microsoft Endpoint Manager admin
center, configure device enroliment restnictions

i From the Microsoft Endpoint Manager admin EEI'ITE-F-}

l add a dE'ﬂ ce enrullmenl manager.

._.L,_.,_._._,_.]

S S .

Upload an Apple MDM push certificate to Microsoft |,

| Endpoint Manager.

Create a certificate from the Apple Push Cemﬂcate'ai

Pnrial

— R S e —E

i From the Microsoft Endpoint Manager admin

I | center, configure device enroliment restrictions.

NEW QUESTION 46

HOTSPOT -

(Topic 6)

Answer Area

® ®
® ©

Create a CEIT-lfIEatE from the Apple Push Centificates

Answer Area
I I me the FJT|t£la§£!ﬂ_Eﬁépﬁlm H‘Fanager admin l:entér_. I
| | download a certificate signing request |

[
Upload an Apple MDM push certificate to Microsoft |
( Endpoint Manager | @

You have a Microsoft 365 E5 subscription that contains the users shown in the following table.

MName Member of Passwordless capable | Multi-factor authentication (MFA) method rqlﬂ:eud
Userl | Group? Capable Microsoft Authenticator app (push nolification)

User2 | Group2 Capable Microsoft Authenticator app (push notification)

User3 | Group!, Group2 | Capable Mobile phone, Windows Hello for Business

Each user has a device with the Microsoft Authenticator app installed.
From Microsoft Authenticator settings for the subscription, the Enable and Target settings are configured as shown in the exhibit. (Click the Exhibit tab.)
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Microsoft Authenticator settings

) number Matching will begin to be enabled for ail users of the Microsoft Authenticator app starting 27th of February 2023 Learn more

The Microsoft Authenticator app is a flagship authentication method, usable in passwordless or simple push notification approval modes
The app it free to download and use on Andrond iS5 mobile dewices. Learn more,

Enable and Target Configure

Enable n

Include  Exclude

Target () Allusers (®) Select groups

Add groups
MName Type Registration Authentication mode
Group Group

Passwordless A d ><

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Answer Area
Statements Yes MNo
User1 can use number matching during sign-in. t
User2 can use number matching during sign-in,
User3 can use number matching dunng sign-in.
A. Mastered

B. Not Mastered

Answer: A
Explanation:
Answer Area
Statements Yes
User! can use number matching during sign-in, :_ ok

User2 can use number matching during sign-in.

User3 can use number matching during sign-in. |

NEW QUESTION 48
HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 subscription that uses Microsoft intune. The subscription contains the resources shown in the following table.

Name | Type | Member of
User1 User Group1
Devicel | Device | Group2

Userl is the owner of Devicel.

You add Microsoft 365 Apps Windows 10 and later app types to Intune as shown in the following table.
On Thursday, you review the results of the app deployments.
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Name Shows in Assignment | Microsoft Office Day of
Company Portal app to install creation

App1 Yes Group1 - Word Monday
Required

App2 Yes Group2 - Excel Tuesday
Required

App3 Yes Group1 - PowerPoint Wednesday
Availlable

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Answer Area
Statements Yes No
Word is instafled on Devicel & E *
App3 is displayed in the Company Portal,
Excel 15 installed on Dencel

A. Mastered

B. Not Mastered

Answer: A

Explanation:

Answer Area
Statements Yes Mo

. iy b

Word is installed on Devicel (2 "

App3 is displayed in the Company Portal ok

Excel is installed on Device !
I

NEW QUESTION 53

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goats. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an Active Directory domain. You deploy a Microsoft Entra tenant.

Another administrator configures the domain to synchronize to the Microsoft Entra tenant.

You discover that 10 user accounts in an organizational unit (OU) are NOT synchronized to the Microsoft Entra tenant. All the other user accounts synchronized
successfully.

You review Microsoft Entra Connect Health and discover that all the user account synchronizations completed successfully.

You need to ensure that the 10 user accounts are synchronized to the Microsoft Entra tenant.

Solution: From Microsoft Entra Connect, you modify the filtering settings. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 54

- (Topic 6)

You have a Microsoft 365 E5 subscription.

You onboard all devices to Microsoft Defender for Endpoint

You need to use Defender for Endpoint to block access to a malicious website at www.contoso.com.

Which two actions should you perform? Each correct answer presents part of the solution. NOTE: Each correct answer is worth one point.

A. Create a web content filtering policy.
B. Configure an enforcement scope.

C. Enable Custom network indicators.
D. Create an indicator.

E. Enable automated investigation.

Answer: AC
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NEW QUESTION 55
- (Topic 6)

You need to notify the manager of the human resources department when a user in the department shares a file or folder from the departments Microsoft

SharePoint Online site. What should you do?

A. From the SharePoint Online site, create an alert.

B. From the SharePoint Online admin center, modify the sharing settings.

C. From the Microsoft 365 Defender portal, create an alert policy.

D. From the Microsoft Purview compliance portal, create a data loss prevention (DLP) policy.

Answer: D

NEW QUESTION 60

- (Topic 6)

You have a Microsoft 365 subscription that uses Microsoft Defender for Endpoint.

All the devices in your organization are onboarded to Microsoft Defender for Endpoint.

You need to ensure that an alert is generated if malicious activity was detected on a device during the last 24 hours.

What should you do?

A. From the Microsoft Purview compliance portal, create a data loss prevention (DLP) policy.
B. From Alerts queue, create a suppression rule and assign an alert.

C. From Advanced hunting, create a query and a detection rule.

D. From the Microsoft Purview compliance portal, create an audit log search.

Answer: C

NEW QUESTION 64
HOTSPOT - (Topic 6)
You have a Microsoft 365 subscription that contains the users shown in the following table.

Name | Group MFA
Status
Userl | Group1 | Enabled

User2 | Group1, | Enforced
GroupZ

You have the named locations shown in the following table.

Named location IP range
Montreal 133.107.0.0/16
Toronto 193.77.10.0/24

You create a conditional access policy that has the following configurations:
* Users or workload identities: o Include: Groupl

0 Exclude: Group2

* Cloud apps or actions: Include all cloud apps

* Conditions:

o Include: Any location o Exclude: Montreal

» Access control: Grant access, Require multi-factor authentication Userl is on the multi-factor authentication (MFA) blocked users list.

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Answer Arca

Statements Yes Mo

User1 can access Microsoft Office 365 from a device that has an P address of
133.107.10.20

User! can access Microsoft Office 365 from a device that has an |P address of
193.77.10.15

User2 can access Microsoft Office 365 from a device that has an IP address of
193.77.10.20

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Passing Certification Exams Made Easy

visit - https://lwww.2PassEasy.com



Welcome to download the Newest 2passeasy MS-102 dumps

@ 2 P QsseaQs LJ https://lwww.2passeasy.com/dumps/MS-102/ (312 New Questions)

Answer Arca

Statements Yes Mo

User1 can access Microsoft Office 365 from a device that has an P address of ;
133.107.10.20

User1 can acceéss Microsoft Office 365 from a device that has an |P address of |

193,77

User? can access Microsoft Office 365 from a device that has an IP address of

193.77,

NEW QUESTION 65
- (Topic 6)

10.20

Your company has on-premises servers and an Azure AD tenant.
Several months ago, the Azure AD Connect Hearth agent was installed on all the servers. You review the health status of all the servers regularly.

Recently, you attempted to view the health status of a server named Serverl and discovered that the server is NOT listed on the Azure AD Connect Servers list.
You suspect that another administrator removed Serverl from the list. You need to ensure that you can view the health status of Serverl.

What are two possible ways to achieve the goal? Each correct answer presents a complete solution.
NOTE: Each correct selection is worth one point.

A. From Azure Cloud shell, run the Connect-Azure AD cmdlet.

B. From Serverl, change the Azure AD Connect Health Services Startup type to Automatic (Delayed Start)

C. From Serverl, change the Azure AD Connect Health Services Startup type to Automatic
D. From Windows PowerShell, run the Rejister-ArureADConnectHealthsyncAgent cmdlet.
E. From Serverl, reinstall the Azure AD Connect Health agent

Answer: DE

NEW QUESTION 69

DRAG DRORP - (Topic 6)
You have a Microsoft 365 subscription.

You need to meet the

following requirements:

* Report a Microsoft 365 service issue.

» Request help on how to add a new user to an Azure AD tenant.
What should you use in the Microsoft 365 admin center? To answer, drag the appropriate features to the correct requirements. Each feature may be used once,
more than once, or not at all. You may need to drag the split bar between panes or scroll to view content.
NOTE: Each correct selection is worth one point.

Features

hessage center
ew service reguest
Product feedback

Service health

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Features

e

NEW QUESTION 74
HOTSPOT - (Topic 6)

Answer Aréa

To report ibues regarding a Microsoft 365 service

To reguest halp on how 10 add a8 New USer 1o the tenant

To report Bues regarding a Microsoft 365 service: ;| New service reques!

To reguest help on how 1o add a new user 1o the tenan :. Message center

You have a Microsoft 365 E5 subscription that contains the users shown in the following table.

Name | Member of Role
User1 Group1 User Administrator
User2 Group1 None
User3 Group2 None
Userd None Global Administrator
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You enable self-service password reset (SSPR) for Groupl. You configure security questions as the only authentication method for SSPR.
Which users can use SSPR, and which users must answer security questions to reset their password? To answer, select the appropriate options in the answer

area.

NOTE; Each correct selection is worth one point.

Answer Area

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Answer Area

NEW QUESTION 79
HOTSPOT - (Topic 6)

Users that can use SSPR: User1, User2, and Userd only w ]
User1 and Userd only
Userl, User2, and User3 only

|U5e1‘| User2, User3, and Userd

Users that must answer security questions to | User1 and User2 only b
reset their password: | User1 only
User2 only

User, User2, and User3 only
User1, User2, and Userd only
User1, User2, User3, and Userd

Users that can use S5PR: Userl, User2, and Userd only w |
User1 and User2 only
User1, UserZ, and User3 only
Uses 1, User?, and Userd only
|UserT, OsérZ User3, and Dserd ™
Users that must answer security questions to | User] and User2 only 'é
reset their password: | User1 only
User2 only
User1 and User? only
User), UserZ and User3 only
Userl, User2, and User4 only
User1, User2 User3, and Userd

You have an Azure subscription and an on-premises Active Directory domain. The domain contains 50
computers that run Windows 10.

You need to centrally monitor System log events from the computers.

What should you do? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

On the computers: | v

A. Mastered
B. Not Mastered

Answer: A

Explanation:

In Azure: | hd

Add and configure the Diagnostics settings for the Azure Activity Log.
Add and configure an Azure Log Analytics workspace.

Add an Azure Storage account and Azure Cognitive Search

Add an Azure Storage account and a file share.

Create an event subscription.

Modify the membership of the Event Log Readers group.
Enroll in Microsoft Endpoint Manager.

Install the Microsoft Monitoring Agent.
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In Azure: | hd

Add and configure the Diagnostics settings for the Azure Activity Log.
Add and configure an Azure Log Analytics workspace. '

orage account and Azure Cognitive Search
Add an Azure Storage account and a file share.

On the computers: v

Create an event subscription.
Modify the membership of the Event Log Readers group.

Install the Microsoft Monitoring Agent. !

NEW QUESTION 82

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 subscription.

You plan to use a mailbox named Mailbox1 to analyze malicious email messages. You need to configure Microsoft Defender for Office 365 to meet the following
requirements:

* Ensure that incoming email is NOT filtered for Mailbox1.

* Detect impersonation and spoofing attacks on all other mailboxes in the subscription. Which two settings should you configure? To answer, select the
appropriate settings in the

answer area.

Answer Area

Policies Rules

-\L\ Anti-phishing : Tenant Allow/Black Lists

% Anti-spam €L Email authentication settings
{nfu Anti-malware €l DKIM

T Safe Attachments &% Advanced delivery

€+ Safe Links Y& Enhanced filtering

I, Quarantine policies

A. Mastered
B. Not Mastered

Answer: A

Explanation:

? Safe Attachments policy: This policy allows you to specify how to handle email attachments that might contain malware. You can create a custom policy for
Mailbox1 and set the action to Do not scan attachments. This will ensure that incoming email is not filtered for Mailbox1. You can also enable the Redirect
attachment option to send a copy of the original attachment to another mailbox for analysis1.

? Anti-phishing policy: This policy helps you protect your organization from impersonation and spoofing attacks. You can create a default policy for all other
mailboxes in the subscription and enable the following features: Impersonation protection, Spoof intelligence, and Domain authentication. These features will help
you detect and block emails that try to impersonate your users, domains, or trusted senders2.

NEW QUESTION 86
- (Topic 6)
You implement Microsoft Azure Advanced Threat Protection (Azure ATP). You have an Azure ATP sensor configured as shown in the following exhibit.

dilae

How long after the Azure ATP cloud service is updated will the sensor update?

A. 20 hours
B. 12 hours
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C. 7 hours
D. 48 hours

Answer: B

NEW QUESTION 87

- (Topic 6)

You have a Microsoft 365 tenant.
You plan to manage incidents in the tenant by using the Microsoft 365 security center. Which Microsoft service source will appear on the Incidents page of the

Microsoft 365

security center?

A. Microsoft Cloud App Security
B. Azure Sentinel
C. Azure Web Application Firewall
D. Azure Defender

Answer: A

Explanation:
Reference:

https://docs.microsoft.com/en-us/microsoft-365/security/defender/investigate- alerts?view=0365-worldwide

NEW QUESTION 90
HOTSPOT - (Topic 6)

HOTSPOT
g actions et e
3ol 450 82T of 287 Microsoft | NIST 800-
15444 T2% 1
=e00 Incompiete | 7eX completed completed Group 365 53
Data 4 Data
f f I ;

Protection | 14370 Incomplete | 70% iﬂ?“ d:ﬁ el f:_:_;n :;g; Group2 ;';';mmn Protection
Baseline 2 P Baseline

The SP800 assessment has the improvement actions shown in the following table.

Answer Area

A. Mastered

B. Not Mastered

Answer: A

Explanation:
Answer Area

NEW QUESTION 91
HOTSPOT - (Topic 6)
You have a Microsoft 365 tenant that contains the groups shown in the following table.

Statements

Establish a threat intelligence program will appear as Implementead in the SPE00
AS5ES5Ment.

The SPE00 assessment score wall increase by 54 points.

The Data Protection Baseline score will increase by 9 points.

Statements

Establish a threat intelligence program will appear as Implemented in the SPE00
assessment.

The SPB00 assessment score will increase by 54 points.

The Data Frotection Baseline score will increase by 9 points.

Name

Type

Group1

Microsoft 365

Group?2

Distnibution

Group3

Mail-enabled security

Group4

Secunty

You plan to create a compliance policy named Compliancel.

You need to identify the groups that meet the following requirements:
? Can be added to Compliancel as recipients of noncompliance notifications

? Can be assigned to Compliancel
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To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Can be added to Compliance1 as recipients | v
of noncompliance notifications: Group1 and Group4 only '

Group3 and Group4 only

Group1, Group2 and Group3 only
Group1, Group3, and Group4 only
Group1, Group2, Group3, and Group4

Can be assigned to Compliance1: | v
Group1 and Group4 only '
Group3 and Group4 only

Group1, Group?2 and Group3 only
Group1, Group3, and Group4 only
Group1, Group2, Group3, and Group4

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Can be added to Compliance as recipients v
of noncompliance notifications: [Group1 and Group4 only
Group3 and Group4 only!
Group1, Group2 and Group3 only
Group1, Group3, and Group4 only
Group1, Group2, Group3, and Group4
Can be assigned to Compliance1: | v
Group1 and Group4 only
Group3 and Group4 only

Group1, Group2, Group3, and Group4

NEW QUESTION 94

- (Topic 6)
You enable the Azure AD ldentity Protection weekly digest email. You create the users shown in the following table.
Name Role

Admin1 Security reader
Admin2 User administrator

Admin3 Security administrator
Admin4 Compliance administrator

Which users will receive the weekly digest email automatically?

A. Admin2, Admin3, and Admin4 only

B. Admin1, Admin2, Admin3, and Admin4
C. Admin2 and Admin3 only

D. Admin3 only

E. Adminl and Admin3 only

Answer: E
Explanation:

By default, all Global Admins receive the email. Any newly created Global Admins, Security Readers or
Security Administrators will automatically be added to the recipients list.

NEW QUESTION 97
HOTSPOT - (Topic 6)
Your company has a Microsoft 365 tenant
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You plan to allow users that are members of a group named Engineering to enroll their mobile device in mobile device management (MDM)
The device type restriction are configured as shown in the following table.

Priority Mamao Allowed platform Assigned to
1 i05 05 Marketing
s Android Andraic Engineering
Defalt All ussrs All platforms All users

The device limit restriction are configured as shown in the following table.

Priority Name

Device limit Assigned to

| Engineenng

2 | West Region
Default | All users
Answer Area
A. Mastered

B. Not Mastered
Answer: A

Explanation:

https://docs.microsoft.com/en-us/mem/intune/enroliment/enroliment-restrictions-set#change-enrollment-restriction-priority

NEW QUESTION 99
DRAG DROP - (Topic 6)

| Engineering
| ENQINeEnng
| All users

D= it

Allowed plalform

You have an Azure subscription that is linked to a hybrid Microsoft Entra tenant.

All users sync from Active Directory Domain Services (AD DS) to the tenant by using Express Settings in Microsoft Entra Connect.

You plan to implement self-service password reset (SSPR).
You need to ensure that when a user resets or changes a password, the password syncs with AD DS.
Which actions should you perform in sequence? To answer, drag the appropriate actions to the correct order. Each action may be used once, more than once, or
not at all. You may need to drag the split bar between panes or scroll to view content.
NOTE: Each correct selection is worth one point.

Actiona
Froen {he hligraial Enira sdmin Center

configune on-premises infegration pasyword
wrilebask

Froen tive bligroaoH Entra admin center
configune the authentication melhods o
SSPR

Froen the Microsalt Entrs admin cenier,
configune the registration settings for S5PR.

Salerl Group wirleback in Muarosoli Entra
Connsc

Seldert Paspword winteback i Microdolt Entra
Connpct

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Actions
:-Fu-:;'n ;h;h.'.u:;-u-g.;!:‘i_n‘l‘-a,‘adr;.; c;-'l‘.;,:r 2 -I
i configuire O pIEmiE nbegratkan paseward |

| writebach i

S S T A —

P A —" ——

S

Celoct Group writeback in Micrasolt Entra
| Cosnnict I

1 Select Password writeback in Microsoff Entra !
i ‘Conmact

o
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NEW QUESTION 100

HOTSPOT - (Topic 6)

From the Microsoft Purview compliance portal, you create a retention policy named Policy 1.

You need to prevent all users from disabling the policy or reducing the retention period. How should you configure the Azure PowerShell command? To answer
select the

appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Answer Area

set-RetentionCompliancePolicy i -Identlty "Pollcyl™ & TV - J—— - | $true
- - s InCivere lention tru
Set-ComplianceTag

Set-HoldCompliancePolicy

-Force
Set-RetentionCompliancePolicy -RestrictiveRatention

Set-RetentionPolicy

-RetentionPolicyTagLlinks

Set-RetentionPobhcyTag -
— ﬁ:,.\_.h:l“"T{:g

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Answer Area
Set-RetentionCompliancePolicy i ~Identlity "Policyl®
Set-ComplianceTag
Set-HoldCompliancePolicy Eors
L LT R A e e =FONC

Set-RetentionComphancePolicy -RestrictiveRetention

Set-RetentionPolicy

-RetentionPolicyTaglinks

Set-RetentionPohcoyTag -
et 4 - :'J.\,.h:f"‘Tﬁl':J

NEW QUESTION 103

- (Topic 6)

You have a Microsoft 365 E5 subscription.

You create an account tor a new security administrator named SecAdminl.

You need to ensure that SecAdminl can manage Microsoft Defender for Office 365 settings and policies for Microsoft Teams, SharePoint and OneDrive.
Solution: From the Azure Active Directory admin center, you assign SecAdminl the Teams Administrator role.

Does this meet the goal?

A. Yes
B. no

Answer: B

NEW QUESTION 104

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 E5 subscription.

You create an account for a new security administrator named SecAdminl.

You need to ensure that SecAdminl can manage Office 365 Advanced Threat Protection (ATP) settings and policies for Microsoft Teams, SharePoint, and
OneDirive.

Solution: From the Azure Active Directory admin center, you assign SecAdminl the

Security administrator role.

Does this meet the goal?

A. Yes
B. No

Answer: A

NEW QUESTION 107
HOTSPOT - (Topic 6)
Your company uses Microsoft Defender for Endpoint. Microsoft Defender for Endpoint contains the device groups shown in the following table.
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Rank Device group Member

1 Group1 Name starts with Comp

2 Group2 Name starts with Comp And
OS In Windows 10

3 Group3 0OS In Windows Server 2016

Last | Ungrouped devices (default) Not applicable

You onboard computers to Microsoft Defender for Endpoint as shown in the following table.

Of which groups are Computer! and Computed members? To answer, select the appropriate options in The answer area.

NOTE: Each correct selection is worth one point.

Answer Area

GroupZ only
Group1 and Group2
Ungrouped devices

Computer2: | Group1 on

Group3 only
Group1 and Group3

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

GroupZ only ~— ~
Group1 and Group2
Ungrouped devices

Computer2: | Group1 on

Group3 only —
Group1 and Group3

NEW QUESTION 110
- (Topic 6)
You have a Microsoft 365 E5 subscription. You need to create a mail-enabled contact. Which portal should you use?

A. the Microsoft 365 admin center

B. the SharePoint admin center

C. the Microsoft Entra admin center

D. the Microsoft Purview compliance portal

Answer: A

NEW QUESTION 112
HOTSPOT - (Topic 6)
You have a Microsoft 365 E5 subscription that contains the users shown in the following table.
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Name Role
Admin1 | Global Administrator
Admin2 | Security Administrator
Admin3 | Security Operator
Admind | Security Reader
AdminS | Application Administrator

You ate implementing Microsoft Defender for Endpoint

You need to enable role-based access control (RBAQ to restrict access to the Microsoft 365 Defender portal.

Which users can enable RBAC, and winch users will no longer have access to the Microsoft 365 Defender portal after RBAC is enabled? To answer, select the
appropriate options in the answer area.

NOTE Each correct selection is worth one point.

Answer Area
Uﬂ‘frfv 1.“‘[ can {'I'I-IIJ’E RBAC 1 Aadman and A[:rn""‘é r_':.nhl !_T ]
Admani only
Adminl and Admind only
Admin1, Admind, and Admin only
Admin1, Admind, Admind, and AdminS only
Uisers that will no longer have access to the
Microsoft 365 Defender portal: | Admin3, Admind, and Admin5 only > |
AdminS anly
Admin3 and Admind only
Admind and AdminS only
Admind, Admind, and Admin5 only
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Answer Area
Lizers that can enable RBAC: | Admin1 and Admin2 only >

Admin] only

Admin1 and Admm2 only

EBnfin 1T AdThinn2, ind BdifinS only
Admin1, Admin, Admin3, and Admind only

Users that will no longer have acoess 1o the
Microsoft 365 Defender portak | Admin3, Admind, and Admin5 only > |
Admins only
Admin3 and Admind only

Admind and Admind only
Admin3, Admind, and Admin5 only

NEW QUESTION 114

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 E5 subscription.

You create an account for a new security administrator named SecAdminl.

You need to ensure that SecAdminl can manage Microsoft Defender for Office 365 settings and policies for Microsoft Teams, SharePoint, and OneDrive.
Solution: From the Microsoft Entra admin center, you assign SecAdminl the Security Administrator role.

Does this meet the goal?

A. Yes
B. No

Answer: A

Explanation:
You need to assign the Security Administrator role. Reference:
https://docs.microsoft.com/en-us/microsoft-365/security/office-365-security/office-365-atp

NEW QUESTION 116

HOTSPOT - (Topic 6)

HOTSPOT

You have a Microsoft 365 E5 subscription that contains a Microsoft SharePoint Online site named Sitel and the users shown in the following table.
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Name | Member of Device

User Group1 Device
User2 Group1 Device2, Device3

The devices are configured as shown in the following table.

Name Platform l Azure AD join type
Devicel | Windows 11 | None

Device2 | Windows 10 | Joined
Device3 | Android Registered

You have a Conditional Access policy named CAPolicyl that has the following settings: 1.Assignments
? Users or workload identities: Groupl

? Cloud apps or actions: Office 365 SharePoint Online

? Conditions

- Filter for devices: Exclude filtered devices from the policy

- Rule syntax: device.displayName -startsWith "Device" 2.Access controls

? Grant

- Grant: Block access

? Session: 0 controls selected 3.Enable policy: On

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Answer Area

Statements Yes No

User1 can access Site1 from Devicel. 5 O

User2 can access Site1 from Device?2. E )

User2 can access Site1 from Device3. ) @

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: No

Userl is member of Groupl and has Devicel.

Devicel is not Azure AD joined.

Note: Requiring a hybrid Azure AD joined device is dependent on your devices already being hybrid Azure AD joined.

Box 2: Yes

User2 is member of Groupl and has devices Device2 and Device3. Device2 is Azure AD joined.

Device?2 is excluded from CAPolicyl (which would block access to Sitel). Box 3: Yes

User2 is member of Groupl and has devices Device2 and Device3.

Device3 is Android and is Azure AD registered.

Device3 is excluded from CAPolicyl (which would block access to Sitel).

Note: On Windows 7, iOS, Android, macOS, and some third-party web browsers, Azure AD identifies the device using a client certificate that is provisioned when
the device is registered with Azure AD. When a user first signs in through the browser the user is prompted to select the certificate. The end user must select this
certificate before they can continue to use the browser.

NEW QUESTION 121
- (Topic 6)
You have a Microsoft 365 E5 tenant that contains four devices enrolled in Microsoft Intune as shown in the following table.

Name Platform
Device1 Windows 10
Device?2 Android
Device3 macQOS
Deviced 10S

You plan to deploy Microsoft 365 Apps for enterprise by using Microsoft Endpoint Manager. To which devices can you deploy Microsoft 365 Apps for enterprise?
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A. Devicel only

B. Devicel and Device3 only

C. Device2 and Device4 only

D. Devicel, Device2. and Device3 only

E. Devicel, Device2, Device3, and Deviced

Answer: B

Explanation:
Reference:
https://docs.microsoft.com/en-us/mem/intune/apps/apps-add

NEW QUESTION 125

HOTSPOT - (Topic 6)

HOTSPOT

You have a Microsoft 365 E5 subscription that contains a user named Userl. Azure AD Password Protection is configured as shown in the following exhibit.

Custom smart lockout

Lockout threshold i 15 l

Lockout duration in seconds ( _ &00 J

Custom banned passwords

Enforce custom list No

Custom banned password hst Ihundred
Eleven
Falcon
Project
Tadspun

L

Password protection for Windows Server Active Directory

Enable password protection on Windows i, NO
Server Active Directory

Mode Audit

Userl attempts to update their password to the following passwords:

? F@Icon

? Project22

? T4il$pind5dg4

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

Answer Area
[Answer choice] will be accepted as a password. i v
$ Only Talspinasdgd §
[ Only F@lcon and T4il$pin4Sdg4 )
Only Project22 and T4il$pind5dg4
F@lcon, Project22, and T4il$pindSdg4
If Userl enters the same wrong password 15 times, waits 11 minutes, and | v
then enters the same wrong password again, the user [answer choice). [ i be locked out
_will trigger a user risk
can attempt 1o sign in again immediately
A. Mastered

B. Not Mastered
Answer: A

Explanation:

Box 1: Only T4il$pin45dg4

Box 2: can attempt to sign in immediately Note: Manage Azure AD smart lockout values

Based on your organizational requirements, you can customize the Azure AD smart lockout values. Customization of the smart lockout settings, with values
specific to your organization, requires Azure AD Premium P21 or higher licenses for your users. Customization of the smart lockout settings is not available for
Azure China 21Vianet tenants.

To check or modify the smart lockout values for your organization, complete the following steps:

? Sign in to the Entra portal.

? Search for and select Azure Active Directory, then select Security > Authentication methods > Password protection.

? Set the Lockout threshold, based on how many failed sign-ins are allowed on an account before its first lockout.

? The default is 10 for Azure Public tenants and 3 for Azure US Government tenants.

? Set the Lockout duration in seconds, to the length in seconds of each lockout.
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? The default is 60 seconds (one minute).

If the first sign-in after a lockout period has expired also fails, the account locks out again. If an account locks repeatedly, the lockout duration increases.

NEW QUESTION 129
HOTSPOT - (Topic 6)
You have a Microsoft 365 subscription.

Your network uses an IP address space of 51.40.15.0/24.

An Exchange Online administrator recently created a role named Rolel from a computer on the network.
You need to identify the name of the administrator by using an audit log search.
For which activities should you search and by which field should you filter in the audit log search? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Activities to search for:

Field to filter by:

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Activities to search for;

Field to filter by:

NEW QUESTION 131
- (Topic 6)
You have a Microsoft 365 subscription.

v

Exchange mailbox activities
Site administration activities
Show results for all activities

Role administration activities

v

ltem

User
Detail

|IP address

B4

Exchange mailbox activities

Role administration activities

Site administration_activities. |

ltem

|P address

You have an Azure AD tenant that contains the users shown in the following table.

Name Role

User1l | Security Administrator

User2 | Global Administrator

User3 | Service Support Administrator

You configure Tenant properties as shown in the following exhibit.
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Technical contact

| User1@contoso.com v |
Global privacy contact
]
Privacy statement URL
http://contoso.com/privacy v

Which users will be contacted by Microsoft if the tenant experiences a data breach?

A. Used only
B. User2 only
C. User3 only
D. Used and User2 only
E. User2 and User3 only

Answer: B

Explanation:

Microsoft 365 is committed to notifying customers within 72 hours of breach declaration.
The customer's tenant administrator will be notified.

Reference:
https://learn.microsoft.com/en-us/compliance/regulatory/gdpr-breach-office 365

NEW QUESTION 136
- (Topic 6)

You have a Microsoft 365 tenant that contains two users named Userl and User2. You create the alert policy shown in the following exhibit.

Policy1

& Edit polcy [ § Delete policy

Status & o

Description n

Severity ® Medium Edit
Category nformation governance

Conditions Activity is FileModified

Aggregation  Aggregated

Threshold 5 activities Edit
Window 60 minutes

Scope All users

Emanl User1 @M365x082 103 onmicrosoft.com

recipients

Daily 25

notification
limit

User2 runs a script that modifies a file in a Microsoft SharePoint Online library once every four minutes and runs for a period of two hours.

How many alerts will Userl receive?

0

.2
.5
21
. 25

o0 w>

Answer: D
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NEW QUESTION 137
- (Topic 6)
You have a Microsoft 365 E5 tenant.

You create an auto-labeling policy to encrypt emails that contain a sensitive info type. You specify the locations where the policy will be applied.

You need to deploy the policy. What should you do first?

A. Review the sensitive information in Activity explorer
B. Turn on the policy

C. Run the policy in simulation mode

D. Configure Azure Information Protection analytics

Answer: C

Explanation:
Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/apply-sensitivity-label-automatically?view=0365-worldwide

NEW QUESTION 142
- (Topic 6)

You have Windows 10 devices that are managed by using Microsoft Endpoint Manager. You need to configure the security settings in Microsoft Edge.

What should you create in Microsoft Endpoint Manager?

A. an app configuration policy
B. an app

C. a device configuration profile
D. a device compliance policy

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/deployedge/configure-edge-with-intune

NEW QUESTION 144

- (Topic 6)

You have a Microsoft 365 subscription that uses Security & Compliance retention policies.
You implement a preservation lock on a retention policy that is assigned to all executive users.

Which two actions can you perform on the retention policy? Each correct answer presents a complete solution.

NOTE: Each correct selection is worth one point?

A. Add locations to the policy

B. Reduce the duration of policy

C. Remove locations from the policy
D. Extend the duration of the policy
E. Disable the policy

Answer: AB

NEW QUESTION 145

DRAG DROP - (Topic 6)

Your company has an Azure AD tenant named contoso.onmicrosoft.com.

You purchase a domain named contoso.com from a registrar and add all the required DNS records.

You create a user account named Userl. Userl is configured to sign in as userl@contoso.onmicrosoft.com.
You need to configure Userl to sign in as userl@contoso.com.

Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the

correct order.
Actions Angwer Area

ASD 3 UL SO Nare
Werily e DuRiom oM

Moy the usemams of Lisest

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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e e T ey Anpaer Area

e e e I

el g~ =
tl..|"1 vpdate-Fplomsln -Dosainld cootots.opm I
Lt e i e e e e

f r-B-B A § CLEUITY DO METE i
I i
| hadety the sl adovess of User @ _____________________________

___________________________________________________

NEW QUESTION 146
HOTSPOT - (Topic 6)

HOTSPOT
You have a Microsoft 365 subscription that contains a Microsoft SharePoint Online site named Sitel. Sitel has he files in the following table.
fiumber of IP
Marme
addremses Ir the W
B dors |
Tl ity 3
T L ke 3
[ Ll v ]
FRe 000 )
The Sitel users are assigned the roles shown in the following table.
YL w1
Lo 2 Wil i

You create a data less prevention (DLP) policy names Policyl as shown in the following exhibit.

Review vour settings

enDal? namne Sl

Chocee the inforrmatibn to protect

Cumor poliy

Mame your policy

Podoy numo =T
Polry
Chesone g atoew
Dupsrrptor L
Policy settings
Apmpters 10 oumiersl iy e o b TR

@ Resiew jour setings

Crapebo al glés

Poboy sellings o ]
® e soacdert rasaaer ) TR ee Span o meaptyp pibky I Adae

W= vwl N e il pad ST dtiad =9 -

B rede avp ol 'mid J iparCe O the 4eve Dl O S ive o0
DO A0 LD e ConilEnl

um pobcy Oa 2t it's areated /! e

How many files will be visible to userl and User2 after Policy' is applied to answer, selected select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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Arnwel Ared

Lwel: 7
3
&
b
Laca |
1
-
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Arnwel Arca
Lee 117
-I‘-
: J
&
-
Lac Iy
I'__a_‘
3
-

NEW QUESTION 151
HOTSPOT - (Topic 6)
You have a Microsoft 365 E5 subscription that contains the devices shown in the following table.

Name Group
Devicel | DeviceGroup1
Device2 | DeviceGroup2

At 08:00. you create an incident notification rule that has the following configurations:
* Name: Notification!

* Notification settings

o Notify on alert seventy: Low o Device group scope: All (3)

o Details: First notification per incident

* Recipients: Userl@contoso.com, User2@contoso.com

At 08:02. you create an incident notification rule that has the following configurations:
» Name: Notification

* Notification settings

o Notify on alert severity: Low. Medium

o Device group scope: DevtceGroupl, DeviceGroup2

* Recipients: Userl@contoso.com

in Microsoft 365 Defender, alerts are logged as shown in the following table.

Time | Alert name Severity Impacted assets
08:05 | Activity1 Low Devicel
08:07 | Activity1 Low Device1
08:08 | Activity1 Medium Devicel
08:15 | Activity2 Medium Device2
08:16 | Actwity2 Medium Devicel
08:20 | Activity1 High Device1
08:30 | Activity3 Medium Device2
08:35 | Activity?2 High Device2

For each of the following statements, select Yes if the statement is true. Otherwise, select No1l.

NOTE: Each correct selection is worth one point.
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Answer Area

Statements Yes No

User1 @contoso.com will receive two incident notification emails for the alert at 08:05
User2 @contoso.com will receive an incident notification email for the alert at 08:07.

Lsar1 Scontoso.com will recenve an incident notification emaidl for the alert at 08220

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

Statements Yes No

User1 @contoso.com will receive two incident notification emails for the alert at 08:05
User2 @contoso.com will receive an incident notification email for the alert at 08:07. I L

Lsar1 Scontoso.com will recenve an incident notification emaidl for the alert at 08220

NEW QUESTION 154

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some guestion sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a computer that runs Windows 10.

You need to verify which version of Windows 10 is installed. Solution: From Device Manager, you view the computer properties. Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:
Reference:
https://support.microsoft.com/en-us/windows/which-version-of-windows-operating-system-am-i-running-628bec99-476a-2c¢13-5296-9dd081cdd808

NEW QUESTION 158
- (Topic 6)
You have a Microsoft 365 subscription that contains an Azure AD tenant named contoso.com. The tenant contains the users shown in the following table.

Name Username Type
User1 | User1@contoso.com Member
User2 | User2@sub.contoso.com | Member
User3 | User3@adatum.com Member
Userd | Userd@outlook.com Guest
User> | User>@gmail.com Guest

You create and assign a data loss prevention (DLP) policy named Policyl. Policyl is configured to prevent documents that contain Personally Identifiable
Information (PIl) from being emailed to users outside your organization.
To which users can User! send documents that contain PII?

A. User2only

B. User2and User3only

C. User2, User3, and User4 only
D. User2, User3, User4, and User5

Answer: B

NEW QUESTION 160

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 subscription that contains a Microsoft SharePoint site named Sitel. You need to perform the following tasks:

* Create a sensitive info type named SIT1 based on a regular expression.

* Add a watermark to all new documents that are matched by SIT1.

Which two settings should you use in the Microsoft Purview compliance portal? To answer, select the appropriate settings in the answer area.
NOTE: Each correct selection is worth one point.
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Answer Area

Il

Microsoft Purview

Home

Compliance Manager

Data classification

Data connectors

X[ &) ©| Q| &

Reports

Solutions

&

Catalog

=2

App governance

Audit

Content search

Communication compliance

Data loss prevention

eDiscovery

Data lifecycle management

Information protection

B (B G0 B | B Bl o| @

Information barniers

P

Insider risk management

&7

Records management

Privacy risk management

Subject rights requests

A. Mastered

B. Not Mastered

Answer: A

Explanation:
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Answer Area

Microsoft Purview

Home

Compliance Manager

A
54
<> Data classification
il

Data connectors

~  Reports
Solutions
EE Catalog
R App governance
Audit
Content search

bl o| ®

Communication compliance

| (8

Data loss prevention

eDiscovery v

Data lifecycle management b

Information protection

Information barriers Tt

e B | OO B>

pO

Insider nsk management

&7

Records management

@ Privacy risk management v

E8 Subject rights requests

NEW QUESTION 161

- (Topic 6)

You have a Microsoft 365 E5 subscription.

Users access Microsoft 365 from both their laptop and a corporate Virtual Desktop Infrastructure (VDI) solution.

From Azure AD Identity Protection, you enable a sign-in risk policy.

Users report that when they use the VDI solution, they are regularly blocked when they attempt to access Microsoft 365.
What should you configure?

A. the Tenant restrictions settings in Azure AD

B. a trusted location

C. a Conditional Access policy exclusion

D. the Microsoft 365 network connectivity settings

Answer: B

Explanation:

There are two types of risk policies in Azure Active Directory (Azure AD) Conditional Access you can set up to automate the response to risks and allow users to
self-remediate when risk is detected:

Sign-in risk policy User risk policy

Configured trusted network locations are used by Identity Protection in some risk detections to reduce false positives.

Reference:
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https://learn.microsoft.com/en-us/azure/active-directory/identity-protection/howto-identity- protection-configure-risk-policies
https://learn.microsoft.com/en-us/azure/active-directory/conditional-access/location- condition

NEW QUESTION 163

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 E5 subscription.

You create an account for a new security administrator named SecAdminl.

You need to ensure that SecAdminl can manage Microsoft Defender for Office 365 settings and policies for Microsoft Teams, SharePoint, and OneDrive.
Solution: From the Microsoft 365 admin center, you assign SecAdminl the Exchange Administrator role.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:
You need to assign the Security Administrator role. Reference:
https://docs.microsoft.com/en-us/microsoft-365/security/office-365-security/office-365-atp

NEW QUESTION 165

- (Topic 6)

Your company has a Microsoft E5 tenant.

The company must meet the requirements of the ISO/IEC 27001:2013 standard. You need to assess the company’s current state of compliance.
What should you use?

A. eDiscovery

B. Information governance

C. Compliance Manager

D. Data Subject Requests (DSRs)

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/compliance/regulatory/offering-iso-27001

NEW QUESTION 169

- (Topic 6)

You have a Microsoft 365 E5 tenant. Users store data in the following locations:
? Microsoft Teams

? Microsoft OneDrive

? Microsoft Exchange Online

? Microsoft SharePoint Online

You need to retain Microsoft 365 data for two years.

What is the minimum number of retention policies that you should create?

00w
AR WDNPE

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/create-retention-policies ?view=0365-worldwide

NEW QUESTION 174

HOTSPOT - (Topic 6)

HOTSPOT

You have a Microsoft 365 E5 subscription.

From Azure AD Identity Protection on August 1, you configure a Multifactor authentication registration policy that has the following settings:
? Assignments: All users

? Controls: Require Azure AD multifactor authentication registration

? Enforce Policy: On

? On August 3, you create two users named Userl and User2.

Users authenticate by using Azure Multi-Factor Authentication (MFA) for the first time on the dates shown in the following table.
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User Date
User! | August S
User2 | August 7

By which dates will Userl and User2 be forced to complete their Azure MFA registration? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Userl: | K 4
I August 6

August 17
August 19
September 3
September 5

User2: -

August 8
August 17
August 19
August 21
September 7

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: August 19

Note: Security defaults will trigger a 14 day grace period for registration after a user's first login and security defaults being enabled. After 14 days users will be
required to register for MFA and will not be able to skip.

Conditional Access by itself without Azure Identity Protection does not allow for the 14 day grace period. Identity Protection includes the registration policy that
allows registration on its own with no apps assigned to the policy. If a Conditional Access policy requires Multi- Factor Authentication, then the user must be able to
pass that MFA request.

Box 2: August 21

NEW QUESTION 179

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an Active Directory domain. You deploy an Azure AD tenant.

Another administrator configures the domain to synchronize to Azure AD.

You discover that 10 user accounts in an organizational unit (OU) are NOT synchronized to Azure AD. All the other user accounts synchronized successfully.
You review Azure AD Connect Health and discover that all the user account synchronizations completed successfully.

You need to ensure that the 10 user accounts are synchronized to Azure AD. Solution: From the Synchronization Rules Editor, you create a new outbound
synchronization rule.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:

The question states that “all the user account synchronizations completed successfully”. Therefore, the synchronization rule is configured correctly. It is likely that
the 10 user accounts are being excluded from the synchronization cycle by a filtering rule.

Reference:

https://docs.microsoft.com/en-us/azure/active-directory/hybrid/how-to-connect-sync- configure-filtering

NEW QUESTION 180

- (Topic 6)

Your network contains an on-premises Active Directory domain named contoso.local. The domain contains five domain controllers.
Your company purchases Microsoft 365 and creates an Azure AD tenant named contoso.onmicrosoft.com.

You plan to install Azure AD Connect on a member server and implement pass-through authentication.

You need to prepare the environment for the planned implementation of pass-through authentication.
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Which three actions should you perform? Each correct answer presents part of the solution.
NOTE: Each correct selection is worth one point.

A. From a domain controller install an Authentication Agent

B. From the Microsoft Entra admin center, confiqure an authentication method.
C. From Active Director,’ Domains and Trusts add a UPN suffix

D. Modify the email address attribute for each user account.

E. From the Microsoft Entra admin center, add a custom domain name.

F. Modify the User logon name for each user account.

Answer: ABE

Explanation:

Deploy Azure AD Pass-through Authentication Step 1: Check the prerequisites

Ensure that the following prerequisites are in place. In the Entra admin center

* 1. Create a cloud-only Hybrid Identity Administrator account or a Hybrid Identity administrator account on your Azure AD tenant. This way, you can manage the
configuration of your tenant should your on-premises services fail or become unavailable.

(E) 2. Add one or more custom domain names to your Azure AD tenant. Your users can sign in with one of these domain names.

(A) In your on-premises environment

* 1. Identify a server running Windows Server 2016 or later to run Azure AD Connect. If not enabled already, enable TLS 1.2 on the server. Add the server to the
same Active Directory forest as the users whose passwords you need to validate. It should be noted that installation of Pass-Through Authentication agent on
Windows Server Core versions is not supported.

* 2. Install the latest version of Azure AD Connect on the server identified in the preceding step. If you already have Azure AD Connect running, ensure that the
version is supported.

* 3. Identify one or more additional servers (running Windows Server 2016 or later, with TLS 1.2 enabled) where you can run standalone Authentication Agents.
These additional servers are needed to ensure the high availability of requests to sign in. Add the servers to the same Active Directory forest as the users whose
passwords you need to validate.

* 4. Etc.

(B) Step 2: Enable the feature

Enable Pass-through Authentication through Azure AD Connect.

If you're installing Azure AD Connect for the first time, choose the custom installation path. At the User sign-in page, choose Pass-through Authentication as the
Sign On method. On successful completion, a Pass-through Authentication Agent is installed on the same server as Azure AD Connect. In addition, the Pass-
through Authentication feature is enabled on your tenant.

Incorrect:

Not C: From Active Directory Domains and Trusts, add a UPN suffix Not D. Modify the email address attribute for each user account. Not F. Modify the User logon
name for each user account.

Reference:

https://learn.microsoft.com/en-us/azure/active-directory/hybrid/connect/how-to-connect-pta- quick-start

NEW QUESTION 182

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 subscription. You need to meet the following requirements:

Automatically encrypt documents stored in Microsoft OneDrive and SharePoint.

Enable co-authoring for Microsoft Office documents encrypted by using a sensitivity label. Which two settings should you use in the Microsoft Purview compliance
portal? To answer,

select the appropriate settings in the answer area. NOTE: Each correct selection is worth one point.
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Answer Arca

5

Catalog

Audit

Content search

Data loss prevention

Data lifecycle management

Information protection

Information barriers ~e

Insider risk management

Records management
Priva Privacy Risk Managem... Vv
Priva Subject Rights Requests

@| |&| | & | °| 62 2| | ®| |80 ®(|H

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: Information protection

Automatically encrypt documents stored in Microsoft OneDrive and SharePoint.

How to integrate Microsoft Purview Information Protection with Defender for Cloud Apps Enable Microsoft Purview Information Protection

All you have to do to integrate Microsoft Purview Information Protection with Defender for Cloud Apps is select a single checkbox. By enabling automatic scan, you
enable searching for sensitivity labels from Microsoft Purview Information Protection on your Office 365 files

without the need to create a policy. After you enabile it, if you have files in your cloud environment that are labeled with sensitivity labels from Microsoft Purview
Information Protection, you'll see them in Defender for Cloud Apps.

To enable Defender for Cloud Apps to scan files with content inspection enabled for sensitivity labels:

In the Microsoft 365 Defender portal, select Settings. Then choose Cloud Apps. Then go to Information Protection -> Microsoft Information Protection.

Note: Encryption of data at rest

Encryption at rest includes two components: BitLocker disk-level encryption and per-file encryption of customer content.

BitLocker is deployed for OneDrive for Business and SharePoint Online across the service. Per-file encryption is also in OneDrive for Business and SharePoint
Online in Microsoft 365 multi-tenant and new dedicated environments that are built on multi-tenant technology. Box 2: Settings

Enable co-authoring for Microsoft Office documents encrypted by using a sensitivity label.

* 1. Sign in to the Microsoft Purview compliance portal as a global admin for your tenant.

* 2. From the navigation pane, select Settings > Co-authoring for files with sensitivity files.

* 3. On the Co-authoring for files with sensitivity labels page, read the summary description, prerequisites, and what to expect.

* 4, Then select Turn on co-authoring for files with sensitivity labels, and Apply.

* 5. Wait 24 hours for this setting to replicate across your environment before you use this new feature for co-authoring.

NEW QUESTION 185
- (Topic 6)
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You have a Microsoft 365 subscription. You have a user named Userl. You need to ensure that Used can place a hold on all mailbox content. What permission
should you assign to Userl?

A. the Information Protection administrator ide from the Azure Active Directory admin center.
B. the eDiscovery Manager tote from the Microsoft 365 compliance center.

C. the Compliance Management role from the Exchange admin center.

D. the User management administrator role from the Microsoft 365 admin center.

Answer: B

NEW QUESTION 186

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 subscription that uses Microsoft Defender for Cloud Apps.

You need to create a policy that will generate an email alert when a banned app is detected requesting permission to access user information or data in the
subscription.

What should you configure? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.
Answer Area

App state
ADp g — !

PETTESSHON hewe

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Armwer Area

ApDp State *
L .".:i

| |Permission bevel

— !

NEW QUESTION 189

- (Topic 6)

You have a Microsoft 365 tenant that contains 1,000 Windows 10 devices. The devices are enrolled in Microsoft Intune.
Company policy requires that the devices have the following configurations:

? Require complex passwords.

? Require the encryption of removable data storage devices.

? Have Microsoft Defender Antivirus real-time protection enabled.

You need to configure the devices to meet the requirements.

What should you use?

A. an app configuration policy
B. a compliance policyC a security baseline profile D a conditional access policy

Answer: B

Explanation:
Reference:
https://docs.microsoft.com/en-us/mem/intune/protect/device-compliance-get-started

NEW QUESTION 192

HOTSPOT - (Topic 6)

Your network contains an on-premises Active Directory domain named adatum.com that syncs to Azure AD by using the Azure AD Connect Express Settings.
Password write back is disabled.

You create a user named Userl and enter Pass in the Password field as shown in the following exhibit.
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Flew lllb“'? Liser x

a} Cresten  Adasbum com/

]

P assword TIL

Confem pas rwoed seen

[ ] User must change patsword o nesd logon
[ ] User connot change pasiwoid
[ ] Passwoed nerver espures

[ ] Account in deabled

{ Back Neaxt > Cancel

The Azure AD password policy is configured as shown in the following exhibit. Password policy
Set the password policy for all users in your organization. Days before passwords expire 90
Days before a user is notified about 14 expiration

You confirm that Userl is synced to Azure AD.

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Answer Area
Statements Yes No
Uiser1 can sign in to Azure AD
User1 can change the password immediately by using the My Apps portal
From Azure AD, Userl must change the password every 90 days
A. Mastered

B. Not Mastered
Answer: A

Explanation:
Answer Area

Statements Yes MNo

User1 can sign in to Azure AD
User1 can change the password immediately by using the My Apps portal Ao

From Azure AD, Userl must change the password every 90 days ' '

NEW QUESTION 195

HOTSPOT - (Topic 6)

You work at a company nhamed Contoso, Ltd.

Contoso has a Microsoft 365 subscription that is configured to use the DNS domains shown in the following table.
Contoso purchases a company named Fabrikam, Inc.

Contoso plans to add the following domains to the Microsoft 365 subscription:

« fabrikam.com

* east.fabrikam.com

* west.contoso.com

You need to ensure that the devices in the new domains can register by using Autodiscover.

How many domains should you verify, and what is the minimum number of enterprise registration DNS records you should add? To answer, select the appropriate
options in the answer area.

NOTE: Each correct selection is worth one point.
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Answer Area
Domains: l—'Qj
1
.
Enterpriseregistration DNG reconds: l 3 | "_]
3
A. Mastered

B. Not Mastered
Answer: A

Explanation:
Answer Area

Domains:

D
30|

Enterpriseregistration DNS records: l 3 - |

My =

§
2

NEW QUESTION 198

- (Topic 6)

You have a Microsoft 365 subscription.

You configure a new Azure AD enterprise application named Appl. Appl requires that a user be assigned the Reports Reader role.
Which type of group should you use to assign the Reports Reader role and to access Appl?

A. a Microsoft 365 group that has assigned membership

B. a Microsoft 365 group that has dynamic user membership
C. a security group that has assigned membership

D. a security group that has dynamic user membership

Answer: C

Explanation:

To grant permissions to assignees to manage users and group access for a specific enterprise app, go to that app in Azure AD and open in the Roles and
Administrators list for

that app. Select the new custom role and complete the user or group assignment. The assignees can manage users and group access only for the specific app.
Note: You can add the following types of groups:

Assigned groups - Manually add users or devices into a static group.

Dynamic groups (Requires Azure AD Premium) - Automatically add users or devices to user groups or device groups based on an expression you create.
Note:

Security groups

Security groups are used for granting access to Microsoft 365 resources, such as SharePoint. They can make administration easier because you need only
administer the group rather than adding users to each resource individually.

Security groups can contain users or devices. Creating a security group for devices can be used with mobile device management services, such as Intune.
Security groups can be configured for dynamic membership in Azure Active Directory, allowing group members or devices to be added or removed automatically
based on user attributes such as department, location, or title; or device attributes such as operating system version.

Security groups can be added to a team.

Microsoft 365 Groups can't be members of security groups. Microsoft 365 Groups

Microsoft 365 Groups are used for collaboration between users, both inside and outside your company. With each Microsoft 365 Group, members get a group
email and shared workspace for conversations, files, and calendar events, Stream, and a Planner.

Reference:

https://learn.microsoft.com/en-us/azure/active-directory/roles/custom-enterprise-apps https://learn.microsoft.com/en-us/microsoft-365/admin/create-
groups/compare-groups? https://learn.microsoft.com/en-us/mem/intune/apps/apps-deploy

NEW QUESTION 200
HOTSPOT - (Topic 6)
You have device compliance policies shown in the following table.
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. Name |
| Poscyl |
| Polcye |
| Polcyd |
| Poliod |
, PolicyS
Pocy6

Platform
Windows 10 and later
Windows 10 and ater
Windows 10 and later
Windows 10 and later

| i05/1Pac0s

I05/1iPacOS

Assignment

Device!
Device

| Devices

Device2
Device3
Devicel

The device compliance state for each policy is shown in the following table.

Policy |  State

iPohcy!

Compliant

| Polcye
Policy3

| In grace penod
Compliant

[ Policyd | Notcompliant |
PolcyS In grace pencd
Polcyé Compliant

NOTE: Each correct selection is worth one point.

Answer Area

A. Mastered

B. Not Mastered

Answer: A

Explanation:
Anvwer Arca

NEW QUESTION 205

- (Topic 6)

Seatements

Demace | huds an overall compliance state of Compiant

Device2 has an cwerall compliance state of Not compliant

Uenied Nas an oversll complisnce state of In grsce perod

Statements

Demace 1 has an overall complisnce state of Compiant

Devdced has on ovedrall complance state of hNot oomplant

Devaced has an overall complhance state of In grsce persod

-
[ -

Yes

1
-

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the

stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.
Your network contains an on-premises Active Directory domain named contoso.com. The domain contains the users shown in the following table.

Name UPN suffix
User1l | Contoso.com
User2 | Fabrikam.com

The domain syncs to an Azure AD tenant named contoso.com as shown in the exhibit. (Click the Exhibit tab.)

Passing Certification Exams Made Easy

visit - https://www.2PassEasy.com



Welcome to download the Newest 2passeasy MS-102 dumps

@ 2 P QsseaQs LJ https://lwww.2passeasy.com/dumps/MS-102/ (312 New Questions)

PROVISION FROM ACTIVE DIRECTORY
‘ Azure AD Connect cloud provisioning

This feature allows you to manage provisioning from the cloud.

Manage provisioning (Preview]}

Azure AD Connect sync
Sync Status Enabled
Last Sync Less than 1 hour ago
Password Hash Sync Enabled

USER SIGN-IN
Federation Disabled 0 domains
Seamless single sign-on Enabled 1 domain
Pass-through authentication  Enabled 2 agents

User2 fails to authenticate to Azure AD when signing in as user2@fabrikam.com. You need to ensure that User2 can access the resources in Azure AD.
Solution: From the on-premises Active Directory domain, you assign User2 the Allow logon locally user right. You instruct User2 to sign in as
user2@fabrikam.com.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:

This is not a permissions issue.

The on-premises Active Directory domain is named contoso.com. To enable users to sign on using a different UPN (different domain), you need to add the domain
to Microsoft 365 as a custom domain.

NEW QUESTION 209

HOTSPOT - (Topic 6)

You have 2,500 Windows 10 devices and a Microsoft 365 E5 tenant that contains two users named Userl and User2. The devices are not enrollment in Microsoft
Intune.

In Microsoft Endpoint Manager, the Device limit restrictions are configured as shown in the following exhibit.

Device imit restrictions

W MaTy w Bl * " AT AN 21

P STty MName Drevace larmit Assigned

In Azure Active Directory (Azure AD), the Device settings are configured as shown in the following exhibit.

b4

From Microsoft Endpoint Manager, you add User2 as a device enrollment manager (DEM).
For each of the following statement, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Answer Area

Statements Yes Mo

User can enroll only e devices in Intune
Liser] can join only free devices 1o Azure AL

Jserd can enrcll ol the dévioes in Inlfune
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A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

NEW QUESTION 214

- (Topic 6)

Statements

Liser] can enroll only five devices in Intune.

User! can jom only free devices to Azure AD

Userd can enrcll all the devoes in Intune

You have a Microsoft 365 E5 tenant that contains the devices shown in the following table.

Yes

Name Platform Azure Active Directory (Azure AD)
Device1 Windows 10 Joined
Device2 Windows 10 Registered
Device3 Windows 10 Not joined or registered
Deviced Android Registered

You plan to review device startup performance issues by using Endpoint analytics. Which devices can you monitor by using Endpoint analytics?

A. Devicel only

B. Devicel and Device2 only

C. Devicel, Device2, and Device3 only
D. Devicel, Device2, and Device4 only
E. Devicel, Device2, Device3, and Deviced

Answer: A

Explanation:
Reference:

https://docs.microsoft.com/en-us/mem/analytics/overview

NEW QUESTION 217
HOTSPOT - (Topic 6)
You have three devices enrolled in Microsoft Endpoint Manager as shown in the following

table.
Name Platform BitLocker Drive Encryption Member of
(BitLocker)
Devicel | Windows 10 | Disabled Group1, Group2
Device2 | Windows 10 | Disabled Group?2, Group3
Device3 | Windows 10 | Disabled Group3

The device compliance policies in Endpoint Manager are configured as shown in the following table.

Name

Require BitLocker

Mark noncompliant
after (days)

Assigned

Policyl | Require ;) No
Policy2 | Require 10 Yes
Policy3 | Not configured 15 Yes

The device compliance policies have the assignments shown in the following table.

Name

Assigned to

Policy2

Group?2

Policy3

Group3

For each of the following statements, select Yes if the statement Is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.
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Answer Area
Statements Yes No
Dewvice is marked as noncompliant after 10 days.
Dewice2 1s marked as noncompliant after 10 days.
Device3 1s marked as noncompliant after 15 days. 5
A. Mastered

B. Not Mastered
Answer: A

Explanation:

Answer Area

Statements Yes No
Device1 is marked as noncompliant after 10 days. I _I
| .

e e ]

Device?2 is marked as noncompliant after 10 days.

— e

Device3 is marked as noncompliant after 15days. | O | 2

NEW QUESTION 222
HOTSPOT - (Topic 6)
You have a Microsoft 365 subscription that contains three groups named All users, Sales team, and Office users, and two users shown in the following table.

Name Member of
User1 All users, Sales team
User2 All users, Office users
In Microsoft Endpoint Manager, you have the Policies for Office apps settings shown in the following exhibit.
Home / Policy Management [l Notifications
Policy configurations
<+ Create [ Copy 1l Reorder priority & Remove Total policy configurations: 3
Name Priority 1 Recommendation status
Office Users Policy 0
Sales Team Policy 1
All users 2
The policies use the settings shown in the following table.
Policy Default Shared Folder Location Default
Office
Theme
Allusers | https://sharepoint contoso.com/addins_all_users Colorful
Office hitps.//sharepoint contoso.com/addins_office_users White
Users
Policy i
Sales hitps://sharepoint contoso.com/addins_sales_team_users_ Dark
Team Gray
Policy

What is the default share folder location for Userl and the default Office theme for User2? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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The default shared folder location for User1 is v

https.//sharepoint contoso.com/addins_all_users
hitps //sharepoint contoso.com/addins_office_users
hitps://sharepoint. contoso.com/addins_sales_team_users_

The default Office theme for User 2 is: v
Colorful
Dark Gray
White
A. Mastered

B. Not Mastered

Answer: A

Explanation:

The default shared folder location for User1 is v
hitps./fsharepoint.contoso.com/addins_all_users
https.//sharepoint contoso.comVaddins_office_users _ _ _
(hitps.//sharepoint contoso.com/addins_sales_team_users_ |

The default Office theme for User2is: = | W
|Colorful _1
Dark Gray
White

NEW QUESTION 225

DRAG DROP - (Topic 6)

DRAG DROP

Your network contains an on-premises Active Directory domain that syncs to Azure Active
Directory (Azure AD). The domain contains the servers shown in the following table.

Name Operating system Configuration
, File Server Resource
Server1 Windows Server 2016
Manager (FSRM)
Server2 Windows Server 2016 None

You use Azure Information Protection.
You need to ensure that you can apply Azure Information Protection labels to the file stores on Serverl.

Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the
correct order.

Actions Answer Area
Autharize Serverl,
Install the Microsoft Rights Management connector on
Server2,
Install a certificate on Server2.
Install a certificate on Serverl.
Register a service principal name for Serverl.

Run GenConnectorConfig. psl on Senverl,

Run GenConnectorConfig. psl on Serverd.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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Actions Answer Area

¢ Authorize Serverl. .

B T T I

o |__ T |: T Tl e T e L el e II S-Er‘u'ErE
| Install the Microsoft Rights Management connector on L T L T R
| Server, R T T T

B L S —— 4 - = oy
N

NEW QUESTION 228

HOTSPOT - (Topic 6)

HOTSPOT

Your company uses a legacy on-premises LDAP directory that contains 100 users. The company purchases a Microsoft 365 subscription.

You need to import the 100 users into Microsoft 365 by using the Microsoft 365 admin center.
Which type of file should you use and which properties are required? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Answer Area

File type to use: v
{csv

[ JSON

PST

XML

Required properties for each user: w
Display Name and Department

First Name and Last Name

User Name and Department

User Name and Display Name

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: CSV

Add multiple users in the Microsoft 365 admin center

? Sign in to Microsoft 365 with your work or school account.

? In the admin center, choose Users > Active users.

? Select Add multiple users.

? On the Import multiple users panel, you can optionally download a sample CSV file with or without sample data filled in.

? Etc.

Note: More information about how to add users to Microsoft 365 Not sure what CSV format is?

A CSV file is a file with comma separated values. You can create or edit a file like this with any text editor or spreadsheet program, such as Excel.

Box 2: User Name and Display Name

What if | don't have all the information required for each user? The user name and display name are required, and you cannot add a new user without this
information. If you don't have some of the other information, such as the fax, you can use a space plus a comma to indicate that the field should remain blank.

NEW QUESTION 230

HOTSPOT - (Topic 5)

You need to ensure that Admin4 can use SSPR.

Which tool should you use. and which action should you perform? To answer, select the appropriate options m the answer area.
NOTE: Each correct selection is worth one point.
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Answer Area

Action: Fnable password writeback =
Enable app registrations.

Enable password hash synchronization.
‘ Disable password hash synchronization.

Took Azure AD Connect v

| Synchronization Rules Editor
| Microsoft Entra admin center

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Answer Area
ACtION: ' Enable password writehack o
_ Epable app_registrations. _ _ _

Enable password writeback.
Enable password hash synchronization.
| Disable password hash synchronization.

Tool: e A

w

' LSynehrenization Rules-Editbr
_Mtcrnsoft Entra admin center

NEW QUESTION 235

- (Topic 3)

You create the planned DLP policies.

You need to configure notifications to meet the technical requirements. What should you do?

A. From the Microsoft 365 security center, configure an alert policy.

B. From the Microsoft Endpoint Manager admin center, configure a custom notification.
C. From the Microsoft 365 admin center, configure a Briefing email.

D. From the Microsoft 365 compliance center, configure the Endpoint DLP settings.

Answer: D

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/dlp-configure-view-alerts-policies ?view=0365-worldwide

NEW QUESTION 236
- (Topic 3)
You need to create the Safe Attachments policy to meet the technical requirements. Which option should you select?

A. Replace

B. Enable redirect
C. Block

D. Dynamic Delivery

Answer: D
Explanation:

Reference:
https://github.com/MicrosoftDocs/microsoft-365-docs/blob/public/microsoft-365/security/office-365-security/safe-attachments.md

NEW QUESTION 239
- (Topic 3)
You need to create the DLP policy to meet the technical requirements. What should you configure first?
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A. sensitive info types

B. the Insider risk management settings
C. the event types

D. the sensitivity labels

Answer: A

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/create-test-tune-dip-policy ?view=0365-worldwide

NEW QUESTION 243

HOTSPOT - (Topic 3)

You plan to implement the endpoint protection device configuration profiles to support the planned changes.
You need to identify which devices will be supported, and how many profiles you should implement.

What should you identify? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Supported devices: v
Dewvice1 only

Dewvice1 and Device2 only

Device1 and Device3 only

Device1, Device2, and Device3

Device1, Device4, and Deviceb

Device1, Device2, Device3, Deviced, and Deviced

Number of required profiles: v

N s LRy =

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Supported devices: v
Device1 only

Device1 and Device2 only

Device1 and Device3 only

Device1, Device2, and Device3

Device1, Deviced4, and Device5

- -

Number of required profiles: v

NI I

NEW QUESTION 246
HOTSPOT - (Topic 2)
You need to meet the technical requirement for log analysis.

What is the minimum number of data sources and log collectors you should create from Microsoft Cloud App Security? To answer, select the appropriate options in

the answer area.
NOTE: Each correct selection is worth one point.
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Minimum number of data sources: Y

o WLVS N

Minimum number of log collectors: [ ¥

O W)

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/cloud-app-security/discovery-docker

NEW QUESTION 248

HOTSPOT - (Topic 2)

You need to meet the technical requirement for the SharePoint administrator. What should

you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

From the Security & Compliance admin center, v

perform a search by using: Audit log
Data governance events

DLP policy matches
eDiscovery

Filter by: ¥
Activity
Detail
Item

User agent

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance#step-3-filter-the-search-results

NEW QUESTION 253

- (Topic 2)

You need to recommend a solution for the security administrator. The solution must meet the technical requirements.
What should you include in the recommendation?

A. Microsoft Azure Active Directory (Azure AD) Privileged Identity Management
B. Microsoft Azure Active Directory (Azure AD) Identity Protection

C. Microsoft Azure Active Directory (Azure AD) conditional access policies

D. Microsoft Azure Active Directory (Azure AD) authentication methods

Answer: B
Explanation:

References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/concept-conditional-access-conditions#sign-in-risk states clearly that Sign-in risk

NEW QUESTION 257
- (Topic 1)
You need to create the Microsoft Store for Business. Which user can create the store?

A. User2
B. User3
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C. User4
D. User5

Answer: C

Explanation:
References:
https://docs.microsoft.com/en-us/microsoft-store/roles-and-permissions-microsoft-store-for- business

NEW QUESTION 261
- (Topic 1)
On which server should you use the Defender for identity sensor?

A. Serverl
B. Server2
C. Server3
D. Server4d
E. Serversb

Answer: A

Explanation:
However, if the case study had required that the DCs can't have any s/w installed, then the answer would have been a standalone sensor on Server2. In this
scenario, the given answer is correct. BTW, ATP now known as Defender for Identity.

NEW QUESTION 265
- (Topic 2)
Which report should the New York office auditors view?

A. DLP policy matches

B. DLP false positives and overrides
C. DLP incidents

D. Top Senders and Recipients

Answer: C

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention- policies

This report also shows policy matches over time, like the policy matches report. However, the policy matches report shows matches at a rule level; for example, if
an email matched three different rules, the policy matches report shows three different line items. By contrast, the incidents report shows matches at an item level,
for example, if an email matched three different rules, the incidents report shows a single line item for that piece of content. Because the report counts are
aggregated differently, the policy matches report is better for identifying matches with specific rules and fine tuning DLP policies. The incidents report is better for
identifying specific pieces of content that are problematic for your DLP policies.

NEW QUESTION 269
- (Topic 1)
You need to ensure that Userl can enroll the devices to meet the technical requirements. What should you do?

A. From the Azure Active Directory admin center, assign Userl the Cloud device administrator rote.

B. From the Azure Active Directory admin center, configure the Maximum number of devices per user setting.
C. From the Intune admin center, add Userl as a device enroliment manager.

D. From the Intune admin center, configure the Enroliment restrictions.

Answer: C

Explanation:
References:
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/enroll-devices-with-device-enroliment-manager

NEW QUESTION 272

- (Topic 1)

You need to ensure that the support technicians can meet the technical requirement for the Montreal office mobile devices.
What is the minimum of dedicated support technicians required?

oow»
w~N P

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/enroll-devices-with-device- enroliment-manager

NEW QUESTION 276
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- (Topic 6)

You are testing a data loss prevention (DLP) policy to protect the sharing of credit card information with external users.

During testing, you discover that a user can share credit card information with external users by using email. However, the user is prevented from sharing files that
contain credit card information by using Microsoft SharePoint.

You need to prevent the user from sharing the credit card information by using email and SharePoint.

What should you configure?

A. the status of the DLP policy

B. the user overrides of the DLP policy rule
C. the locations of the DLP policy

D. the conditions of the DLP policy rule

Answer: D

NEW QUESTION 281

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 subscription that.

You need to identify whenever a sensitivity label is applied, changed, or removed within the subscription.

Which feature should you use, and how many days will the data be retained? To answer, select the appropriate options in the answer area.
NOTE Each correct selection is worth one point.

Answer Area
Feature: | Actraty explorer i

I::|:|11‘.|:_;I|.uh;|_- Manager

Content explorer

Number of days the data will be retained: 120 -
30
&0
A. Mastered

B. Not Mastered
Answer: A

Explanation:

Answer Area

Feature: | Actiity ex
Compliance Manager
Content explorer
Number of days the data will be retained: 120 i

30
&0

§io |

NEW QUESTION 284

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 tenant.

You configure a device compliance policy as shown in the following exhibit.

Passing Certification Exams Made Easy visit - https://lwww.2PassEasy.com



Welcome to download the Newest 2passeasy MS-102 dumps
@ 2 P QsseaQs l':J https://lwww.2passeasy.com/dumps/MS-102/ (312 New Questions)

Compliance settings =i

Microsoft Defender ATP

Require the device to be at or under the

machine risk score

Device Health

Rooted devices

Require the device to be at or under the

Device Threat Level

System Security

Require a password to unlock mobile
devices

Required password type

Encryption of data storage on device
Block apps from unknown sources

Actions for noncompliance il
Action

Mark device noncompliant

Retire the noncompliant device

Low

Block

Require
Device default
Require

Block
Schedule

Immediately

Immediately

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.

NOTE: Each correct selection is worth one point.

When a device reports a medium threat level, the device will

Rooted devices will be

A. Mastered
B. Not Mastered

Answer: A

Explanation:

When a device reports a medium threat level, the device will

Rooted dewices will be

Passing Certification Exams Made Easy
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be locked remotely
display a notification
marked as comphant
marked as noncompliant

removed from the database

v

marked as compliant

allowed to access company resources

prevented from accessing company resources

reported with a low device threat

v

be locked remotely
display a notification
marked as comphant

—

prevented from accessing company resources |
reporfedwitha lowdevice fhreat™ — — — — —
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NEW QUESTION 289
HOTSPOT - (Topic 6)

HOTSPOT
You have a Microsoft 365 E5 subscription that contains the groups shown in the following table.
Name Type
Group1 | Security
Group2 | Mail-enabled secunty
Group3 | Microsoft 365
Group4 | Distribution

All the groups are deleted.

Which groups can be restored, and what is the retention period? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Groups that can be restored: J

A. Mastered

B. Not Mastered

Answer: A

Explanation:

Box 1: Group3 only

Box 2: 30 days

Retention period:

, L)

Group3 only

{

Groupl and Group2 only

Group2 and Group4 only

Group1, Group2, and Group3 only

Groupl, Group2, Group3, and Group4

4

24 hours

7 days

14 days

30 days

90 days

If you've deleted a group, it will be retained for 30 days by default. This 30-day period is considered a "soft-delete” because you can still restore the group. After 30
days, the group and its associated contents are permanently deleted and cannot be restored.

NEW QUESTION 294

- (Topic 6)

You have a Microsoft 365 E5 subscription that contains a user named Userl.
The subscription has a single anti-malware policy as shown in the following exhibit.
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Mahware Detection Response
r setlings
g H malhware i detected in an emad attachment, the message will be quarantined and can
be released o v &M Edmin
bo you want bo nobify recipients of their messages are quarantined!
-._: M

] Yeu snd ute the defsult notficabon 18x

L2 Yes and ute custom notrhoaton bex

*Custom notification text

Common Attachment Types Riter
Turn pn this feature 1o block sttachment types that may harm your computer
O

i On - Emails with attachments of filterad fle types vall thegger £

Datection Regponce (recammendad)

FILE TYPES

S

Al
apg

docm

Motihcations

[ - Al i

Sender Notificatons

Sends 3 message 1o the sender of the undelvered message.
1 1| MNotify mlernal senders

1 1 Motify external senders

Adrmunistralos Notificatsons

Sends & masssge to the sdminestrator of the undelpsred mestage.

ol Moty adrmanistratas sbout undelvensd mestages from intermal senders

An email message that contains text and two attachments is sent to Userl. One attachment is infected with malware.
How will the email message and the attachments be processed?

A. Both attachments will be remove

B. The email message will be quarantined, and Used will receive an email message without any attachments and an email message that includes the following
text: 'Malware was removed.'

C. The email message will be quarantined, and the message will remain undelivered.

D. Both attachments will be remove

E. The email message will be quarantined, and Userl will receive a copy of the message containing the original text and a new attachment that includes the
following text: 'Malware was removed."

F. The malware-infected attachment will be remove

G. The email message will be quarantined, and Userl will receive a copy of the message containing only the uninfected attachment.

Answer: C
Explanation:

Reference:
https://docs.microsoft.com/en-us/microsoft-365/security/office-365-security/anti-malware-protection?view=0365-worldwide#anti-malware-policies

NEW QUESTION 297
- (Topic 6)
You have a Microsoft 365 E5 subscription that contains the groups shown in the following exhibit.
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2a Groups | All groups

H, Newgroup = Downlosd groups Fafresh LWEANBOE v = Got feedback?
Sesrct W Add filter
&arch mode ‘J C ot
P P——
Mamae Group type Secumity enabled Bole assignments allowed

To which groups can you assign Microsoft 365 E5 licenses?

A. Group! and Group2 only
B. Group2 and Group3 only
C. Group3 and Group4 only
D. Group 1, Group2. and Group3 only
E. Group2, Group3, and Group4 only

Answer: C

NEW QUESTION 301

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario.

Each question in the series contains a unique solution that might meet the stated goals. Some question sets might have more than one correct solution, while
others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an on-premises Active Directory domain named contoso.com. The domain contains the users shown in the following table.

Name UPN suffix
User1l | Contoso.com
User2 | Fabrikam.com

The domain syncs to an Azure AD tenant named contoso.com as shown in the exhibit. (Click the Exhibit tab.)

PROVISION FROM ACTIVE DIRECTORY
Azure AD Connect cloud provisioning

This feature allows you to manage provisioning from the cloud.

iﬁdnaqo provisioning (Preview}

Azure AD Connect sync

Sync Status Enabled

Last Sync Less than 1 hour ago
Password Hash Sync Enabled

USER SIGN-IN

Federation Disabled 0 domains
Seamless single sign-on Enabled 1 domain
Pass-through authentication  Enabled 2 agents

User2 fails to authenticate to Azure AD when signing in as user2@fabrikam.com.
You need to ensure that User2 can access the resources in Azure AD.
Solution: From the on-premises Active Directory domain, you set the UPN suffix for User2 to @contoso.com. You instruct User2 to sign in as user2@contoso.com.
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Does this meet the goal?

A. Yes
B. No

Answer: A

Explanation:

The on-premises Active Directory domain is named contoso.com. You can enable users to sign on using a different UPN (different domain), by adding the domain

to Microsoft 365 as a custom domain. Alternatively, you can configure the user account to use the existing domain (contoso.com).

NEW QUESTION 305

HOTSPOT - (Topic 6)

HOTSPOT

You have an Azure AD tenant that contains the administrative units shown in the following table.

Name Members
AU User1, User2
AU2 User3

You have the following users:

? A user named Userl that is assigned the Password Administrator for AU1 and AU2.

? A user named User2 that is assigned the User Administrator for AUL.

? A user named User3 that is assigned the User Administrator for the tenant.

For each of the following statements, select Yes if the statement is true. Otherwise, select
No.

NOTE: Each correct selection is worth one point.

Answer Area

Statements

User1 can reset the password of User3.

User2 can update the display name of User1. O O
User1 can reset the password of User2. @, @
A. Mastered

B. Not Mastered
Answer: A

Explanation:

Box 1: No

Userl is assigned the Password Administrator for AU1 and AU2. User3 is in AU2. User3 is User Adminstrator.
Password administrators cannot reset User Administrators passwords.

Note: Password Administrator

Users with this role have limited ability to manage passwords. This role does not grant the ability to manage service requests or monitor service health. Whether a

Password Administrator can reset a user's password depends on the role the user is assigned.

Role that password can be reset Password Helpdesk Auth User Privileged Auth Global
Admin Admin Admin Admin Admin Admin
User Admin | o o o
Usage Summary Reports Reader L' 4 o o o L' 4
Box 2: Yes
Box 3: No

Userl is assigned the Password Administrator for AU1 and AU2. User2 is in AUL. User2 is User Adminstrator.
Password administrators cannot reset User Administrators passwords.

Note: User Administrator

Can manage all aspects of users and groups, including resetting passwords for limited admins.

NEW QUESTION 308

- (Topic 6)

You have a Microsoft 365 E5 tenant that uses Microsoft Intune.

You need to ensure that users can select a department when they enroll their device in Intune.
What should you create?

A. scope tags

Passing Certification Exams Made Easy

visit - https://lwww.2PassEasy.com



Welcome to download the Newest 2passeasy MS-102 dumps

@ 2 p QsseaQs ":J https://www.2passeasy.com/dumps/MS-102/ (312 New Questions)

B. device configuration profiles
C. device categories
D. device compliance policies

Answer: C
Explanation:

Reference:
https://docs.microsoft.com/en-us/mem/intune/enroliment/device-group-mapping

NEW QUESTION 310
HOTSPOT - (Topic 6)

HOTSPOT
You have a Microsoft 365 subscription that contains the users shown in the following table.
Name Type Department
User1 Guest IT support
UserZ Guest SupportCore
User3 Member IT support

You need to configure a dynamic user group that will include the guest users in any department that contains the word Support.

How should you complete the membership rule? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Answer Area
(user.userType | ~ ' w/| ) and (user.department v
4 -eq "Guest™ _ : -contains "Support”
-in 'Gue;;' -in "Suppoit”
-ne “Guest” -match "Support”
-notmatch "Member” -startswith "Sup”®
A. Mastered

B. Not Mastered
Answer: A

Explanation:

Box 1: -eq "Guest"

Dynamic membership rules for groups in Azure Active Directory
Supported expression operators

The following table lists all the supported operators and their syntax for a single expression. Operators can be used with or without the hyphen (-) prefix. The

Contains operator does partial string matches but not item in a collection matches.

* Equals

_eq

* Contains

-contains

* Etc.

Box 2: -contains "Support" Incorrect:

*-in

If you want to compare the value of a user attribute against multiple values, you can use
the -in or -notin operators.

NEW QUESTION 313
HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 tenant that uses Microsoft Intune. You need to configure Intune to meet the following requirements:

? Prevent users from enrolling personal devices.

? Ensure that users can enroll a maximum of 10 devices.

What should you use for each requirement? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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Prevent users from enrolling
personal devices: ¥
Conditional access policies

Device categories
Device limit restrictions
Device type restrictions

Ensure that users can enroll a
maximum of 10 devices: v

Conditional access policies

Device categories

Device limit restrictions

Device type restrictions

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Prevent users from enrolling

personal devices: 2
Conditional access policies
Device categories
Device limit restrictions

1 . PR !
|Device type restrictions |

Ensure that users can enroll a
maximum of 10 devices: -

Device limit restrictions |
Device type restrictions

NEW QUESTION 316

HOTSPOT - (Topic 6)

You have a Microsoft 365 subscription that contains a user named Userl and a Microsoft SharePoint Online site named Sitel. Userl is assigned the Owner role
for Sitel. To Sitel, you publish the file plan retention labels shown in the following table.

Name Retention During the retention period
period
Retention1 | 5 years Retain items even if users delete
Retention2 | 5 years Mark items as a record
Retention3 | 5 years Mark items as a regulatory record

Sitel contains the files shown in the following table.

Name Label
Filel None
File2 Retention1

File3 Retention?2
Filed Retention3

Which files can Userl rename, and which files can Userl delete? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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Answer Arca

Rename: | File1, File2, and File3 only

File'l only
File1 and File2 only

File1, File2, and File3 only

File1, File2, File3, and Filed

€.

Delete: File1 and File2 only s
Filel only
File1 and File2 only
File1, File2, and File3 only
File1, File2, File3, and Filed

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Answer Area
Rename: | File1, File2, and File3 only Jb]
Filel only

File1 and File2 only

B File1, File2, and File3 only

File1, File2, File3, and Filed

Delete:  File1 and File2 only o
File1 only
i File1 and File2 only
File1, File2, and File3 only
File1, File2, File3, and Filed

NEW QUESTION 319
HOTSPOT - (Topic 6)
You have a Microsoft 365 E5 tenant.

You need to ensure that administrators are notified when a user receives an email message that contains malware. The solution must use the principle of least

privilege.

Which type of policy should you create and which Microsoft 365 compliance center role is required to create the pokey? To answer, select the appropriate options

in the answer area.

NOTE: Each correct selection is worth one point.
Angwer Area

Polcy type

Theeat

 cnyplusnae

I Juiad aevliFue

SECUrTTy Adrmnistrator
Crganuzation Configuration
Communsaton Comphance Adman

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

Securty Admunustranor_ |

Crganzaton Confguration

Commursecaton Comphanoe Adman

NEW QUESTION 322

- (Topic 6)

You have a Microsoft 365 subscription.

All users have their email stored in Microsoft Exchange Online.

In the mailbox of a user named Userl. you need to preserve a copy of all the email messages that contain the word ProjectX.
What should you do first?
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A. From the Exchange admin center create a mail flow rule.

B. From Microsoft 365 Defender, start a message trace.

C. From Microsoft Defender for Cloud Apps, create an activity policy.

D. From the Microsoft Purview compliance portal, create a label and a label policy.

Answer: D

NEW QUESTION 323

HOTSPOT - (Topic 6)

You have a Microsoft 365 subscription that uses an Azure AD tenant named contoso.com. The tenant contains the users shown in the following table.

From the Sign-ins blade of the Microsoft Entra admin center for which users can Userl and User2 view the sign-ins? To answer, select the appropriate options in
the answer area.

NOTE: Each correct selection is worth one point.
Answer Areca

User? can view the sign-ins for the following users: l Userl, Userd User3 and Userd 7 I
Userl only
Userl and User2 only

User1, User2, and User3 only

User1, User?, Userd, and Userd

User2 can view the sign-ins for the following users: [ Liser1 and User2 only hod ]
User2 only
User1, UserZ, and User3 only
Userl, Userd, User3, and Userd

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Answer Arca
User? can view the sign-ins for the following users. I Userl. Usar? Userd and Usard I
Userl only

User! and User2 only
User1, Userd, and User3 only
| User1, UserZ, User3, and Userd

User2 can view the sign-ins for the following users: [ User1 and User2 only s ]
User2 only
J User1 and User2 ooty
User1, User2, and User3 only
Userl, User2, User3, and User4

NEW QUESTION 324

- (Topic 6)

You have a Microsoft 365 E5 subscription that is linked to a Microsoft Entra tenant named contoso.com.

You purchase 100 Microsoft 365 Business Voice add-on licenses.

You need to ensure that the members of a group named Voice are assigned a Microsoft 365 Business Voice add-on license automatically.
What should you do?

A. From the Microsoft 365 admin center, modify the settings of the Voice group.
B. From the Licenses page of the Microsoft 365 admin center, assign the licenses.
C. From the Microsoft Entra admin center, modify the settings of the Voice group.

Answer: C

NEW QUESTION 329

- (Topic 6)

You have a Microsoft 365 subscription that contains a user named Userl.

You need to ensure that Userl can search the Microsoft 365 audit logs from the Security & Compliance admin center.
Which role should you assign to Userl1?

A. View-Only Audit Logs in the Security & Compliance admin center
B. View-Only Audit Logs in the Exchange admin center

C. Security reader in the Azure Active Directory admin center

D. Security Reader in the Security & Compliance admin center
Answer: B

Explanation:

Reference:
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https://docs.microsoft.com/en-us/microsoft-365/compliance/search-the-audit-log-in-security-and-compliance ?view=0365-worldwide

NEW QUESTION 334

- (Topic 6)
You have a Microsoft 365 E5 tenant that contains the devices shown in the following table.
Name Windows 10 edition Azure Active Mobile device
Directory (Azure management
AD) (MDM) enroliment
Device1 Windows 10 Pro Registered Microsoft Intune
Device2 Windows 10 Enterprise Joined Microsoft Intune
Device3 Windows 10 Pro Joined Not enrolled
Deviced Windows 10 Enterprise Reqistered Microsoft Intune
Device5 Windows 10 Enterprise Joined Not enrolled

You add custom apps to the private store in Microsoft Store Business.
You plan to create a policy to show only the private store in Microsoft Store for Business. To which devices can the policy be applied?

A. Device2 only

B. Devicel and Device3 only

C. Device2 and Device4 only

D. Device2, Device3, and Device5 only

E. Devicel, Device2, Device3, Device4, and Deviceb

Answer: C

NEW QUESTION 339
- (Topic 6)
You have a Microsoft 365 E5 subscription that contains the groups shown in the following table.

Name Type
Group1 | Microsoft 365
Group2 | Distribution

Group3 | Mail-enabled security
Groupd | Secunty

You plan to publish a sensitivity label named Labell. To which groups can you publish Label1?

A. Groupl only

B. Groupl and Group2 only

C. Groupl and Group4 only

D. Groupl, Group2, and Group3 only

E. Groupl Group2, Group3, and Group4

Answer: A

Explanation:

In addition to using sensitivity labels to protect documents and emails, you can also use sensitivity labels to protect content in the following containers: Microsoft
Teams sites, Microsoft 365 groups (formerly Office 365 groups), and SharePoint sites.
Reference:

https://learn.microsoft.com/en-us/microsoft-365/compliance/sensitivity-labels-teams- groups-sites

NEW QUESTION 344

- (Topic 6)
You have a Microsoft 365 tenant that contains a Windows 10 device named Devicel and the Microsoft Endpoint Manager policies shown in the following table.
Block execution of potential
Name Type ly
obfuscated scripts (js/vbs/ps)
Attack surface
Policy1 Audit mode
i reduction (ASR)
. Microsoft Defender _
Pol ; |
olicye ATP Baseline Dtsable
. Device configuration
Policy3 9 Not configured
profile

A. only the settings of Policy!
B. only the settings of Policy2
C. only the settings of Policy3
D. no settings

Answer: C
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NEW QUESTION 345

- (Topic 6)

You have a Microsoft 365 E5 subscription.

You plan to implement records management and enable users to designate documents as regulatory records.

You need to ensure that the option to mark content as a regulatory record is visible when you create retention labels.

What should you do first?

A. Configure custom detection rules.

B. Create an Exact Data Match (EDM) schema.
C. Run the Sec-RegulacoryComplianceUl cmdlet.
D. Run the Sec-LabelPolicy cmdlet.

Answer: C
Explanation:

Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/declare-records?view=0365- worldwide

NEW QUESTION 347
HOTSPOT - (Topic 6)

Your company has a hybrid deployment of Microsoft 365. An on-premises user named Userl is synced to Azure AD.

Azure AD Connect is configured as shown in the following exhibit

'¢ Mucrosolt A

Synchronized Directories
e .e.,;:a:.;«. com ADATUM.COM\MSOL_e785c048abex

Synchronization Settings
- 35{-.:';'.:'41::!"':'_.(2 uid I.-S&;J F'I'II'II:I|;|-I|-"EJI'I'I1;
.!..';.mx.l.\'i:'ﬁ}'.!'.-lb.n [."l-ul:lﬂ
Okied ' isabled.
é::r;:.r:lela- o ‘ ::1.-;.11:;».-;1
Dsabied erabied
Giied -
;_.nablq-c;l- . - C;T—ab::!-:ll-
1Ivc:c.;|-:.ll:;:h. .\,ﬁ.ﬂﬁ].rrn:‘.

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.

NOTE: Each correct selection is worth one point.

Answer Area
LiterT lamswer cholce]
can change her password by uiing Self-service password resel faature only
can change her password from the Microsoft 365 admin center only
F the passwaord for Usar] is changed in Actee Directory, | the password hath wall be fynchnonired to Arure AD -
TN g T B the password hash will be synchionized to Arune AD

& niew randiomily generated pasiwond will be assigned 1o User
the password hash m Azure AD will be unchanged

A. Mastered

B. Not Mastered
Answer: A

Explanation:
Angwer Area

e [answer cholce]

canont change her pacowned froem sy

; her password from any Microsolt portals
Tah Thihde Tl RTwGrd 105 TiligE-Tefale DaTpfolt Tedel featurs only
can change her password from the Microsoft 365 admin center only

thie pasewoid hash wall be synchronized to Azure AD -
the password hash will be synchronized to Arure AD
3 new randomily generated password will be assigned o User
the password hash m Azure AD will be unchanged

If the password for User] i changed in Active Deectony,
[answer choice]

Passing Certification Exams Made Easy

visit - https://lwww.2PassEasy.com



Welcome to download the Newest 2passeasy MS-102 dumps

@ 2 P QsseaQs LJ https://www.2passeasy.com/dumps/MS-102/ (312 New Questions)

NEW QUESTION 352

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an on-premises Active Directory domain. The domain contains domain controllers that run Windows Server 2019. The functional level of the
forest and the domain is Windows Server 2012 R2.

The domain contains 100 computers that run Windows 10 and a member server named Serverl that runs Windows Server 2012 R2.

You plan to use Serverl to manage the domain and to configure Windows 10 Group Policy

settings.

You install the Group Policy Management Console (GPMC) on Server1.

You need to configure the Windows Update for Business Group Policy settings on Serverl. Solution: You upgrade Serverl to Windows Server 2019.

Does this meet the goal?

A.yes
B. No

Answer: A

NEW QUESTION 355

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 subscription.

You have an Azure AD tenant named contoso.com that contains the following users:

* Adminl

* Admin2

* Userl

Contoso.com contains an administrative unit named AIM that has no role assignments. Userl is a member of AU1. You create an administrative unit named AU2
that does NOT have any members or role assignments. For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.

Answer Area
Statements Yes No
You can add Admin1 as a member of AL
You can add Userl as a member of AU2.
You can assign Adming the User administrator role for AL
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Answer Area
Statements Yes No
" : f
You can add Admin1 as a member of AU [ _:
-1
You can add Userl as a member of AU2. I i
You can assign Adming the User administrator role for AL : |

NEW QUESTION 358

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it As a result, these questions will not appear in the review screen.

Your network contains an on-premises Active Directory domain. The domain contains domain controllers that run Windows Server 2019. The functional level of the
forest and the domain is Windows Server 2012 R2.

The domain contains 100 computers that run Windows 10 and a member server named Serverl that runs Windows Server 2012 R2.

You plan to use Serverl to manage the domain and to configure Windows 10 Group Policy settings.

You install the Group Policy Management Console (GPMC) on Serverl.

You need to configure the Windows Update for Business Group Policy settings on Serverl. Solution: You raise the domain functional level to Windows Server
2019. You copy the

Group Policy Administrative Templates from a Windows 10 computer to the Netlogon share on all the domain controllers.

Does this meet the goal?

A. Yes
B. No

Answer: B
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NEW QUESTION 362
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