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NEW QUESTION 1
Which two feature on the SRX Series device are common across all Junos devices? (Choose two.)

A. Stateless firewall filters
B. UTM services
C. The separation of control and forwarding planes
D. screens

Answer: AC

NEW QUESTION 2
Referring to the exhibit.
****Exhibit is Missing****
Which type of NAT is performed by the SRX Series device?

A. Source NAT with PAT
B. Source Nat without PAT
C. Destination NAT without PAT
D. Destination NAT with PAT

Answer: D

NEW QUESTION 3
Which two match conditions would be used in both static NAT and destination NAT rule sets? (Choose two.)

A. Destination zone
B. Destination interface
C. Source interface
D. Source zone

Answer: BD

NEW QUESTION 4
Which statement about IPsec is correct?

A. IPsec can be used to transport native Layer 2 packets.
B. IPsec can provide encapsulation but not encryption
C. IPsec is a standards-based protocol.
D. IPsec is used to provide data replication

Answer: C

NEW QUESTION 5
Exhibit.

Which two statements are true? (Choose two.)

A. Logs for this security policy are generated.
B. Logs for this security policy are not generated.
C. Traffic static for this security policy are not generated.
D. Traffic statistics for this security policy are generated.

Answer: AD

NEW QUESTION 6
Which statement is correct about IKE?

A. IKE phase 1 is used to establish the data path
B. IKE phase 1 only support aggressive mode.
C. IKE phase 1 negotiates a secure channel between gateways.
D. IKE phase 1 establishes the tunnel between devices

Answer: C

NEW QUESTION 7
You want to generate reports from the l-Web on an SRX Series device. Which logging mode would you use in this scenario?

A. Syslog
B. Stream
C. Event
D. local

Answer: B
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NEW QUESTION 8
Which type of security policy protect restricted services from running on non-standard ports?

A. Application firewall
B. IDP
C. Sky ATP
D. antivirus

Answer: B

NEW QUESTION 9
Users in your network are downloading files with file extensions that you consider to be unsafe for your network. You must prevent files with specific file extensions
from entering your network.
Which UTM feature should be enable on an SRX Series device to accomplish this task?

A. Content filtering
B. Web filtering
C. Antispam
D. URL filtering

Answer: A

NEW QUESTION 10
Which two statements are true about UTM on an SRX340? (Choose two.)

A. A default UTM policy is created.
B. No default profile is created.
C. No default UTM policy is created
D. A default UTM profile is created

Answer: BC

NEW QUESTION 10
Which statements about NAT are correct? (Choose two.)

A. When multiple NAT rules have overlapping match conditions, the rule listed first is chosen.
B. Source NAT translates the source port and destination IP address.
C. Source NAT translates the source IP address of packet.
D. When multiple NAT rules have overlapping match conditions, the most specific rule is chosen.

Answer: AC

NEW QUESTION 11
Which two notifications are available when the antivirus engine detects and infected file? (Choose two.)

A. e-mail notifications
B. SNMP notifications
C. SMS notifications
D. Protocol-only notification

Answer: AD

NEW QUESTION 13
What should you configure if you want to translate private source IP address to a single public IP address?

A. Source NAT
B. Destination NAT
C. Content filtering
D. Security Director

Answer: A

NEW QUESTION 16
Users should not have access to Facebook, however, a recent examination of the logs security show that users are accessing Facebook.
Referring to the exhibit,

what should you do to solve this problem?

A. Change the source address for the Block-Facebook-Access rule to the prefix of the users
B. Move the Block-Facebook-Access rule before the Internet-Access rule
C. Move the Block-Facebook-Access rule from a zone policy to a global policy
D. Change the Internet-Access rule from a zone policy to a global policy

Answer: B
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NEW QUESTION 18
Your company uses SRX Series devices to secure the edge of the network. You are asked protect the company from ransom ware attacks.
Which solution will satisfy this requirement?

A. Sky ATP
B. AppSecure
C. Unified security policies
D. screens

Answer: A

NEW QUESTION 19
Which two elements are needed on an SRX Series device to set up a remote syslog server? (Choose two.)

A. Data type
B. Data throughput
C. IP address
D. Data size

Answer: AC

NEW QUESTION 20
You have configured antispam to allow e-mail from example.com, however the logs you see thatjcart@example.comis blocked
Referring to the exhibit.

What are two ways to solve this problem?

A. Verify connectivity with the SBL server.
B. Addjcart@exmple.comto the profile antispam address whitelist.
C. Deletejcart@example.comfrom the profile antispam address blacklist
D. Deletejcart@example.comfrom the profile antispam address whitelist

Answer: BC

NEW QUESTION 22
Which two segments describes IPsec VPNs? (Choose two.)

A. IPsec VPN traffic is always authenticated.
B. IPsec VPN traffic is always encrypted.
C. IPsec VPNs use security to secure traffic over a public network between two remote sites.
D. IPsec VPNs are dedicated physical connections between two private networks.

Answer: AC

NEW QUESTION 27
Which two statements are true regarding zone-based security policies? (Choose two.)

A. Zone-based policies must reference a source address in the match criteria.
B. Zone-based policies must reference a URL category in the match criteria.
C. Zone-based policies must reference a destination address in the match criteria
D. Zone-based policies must reference a dynamic application in the match criteria.

Answer: AC

NEW QUESTION 31
Which management software supports metadata-based security policies that are ideal for cloud deployments?
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A. Security Director
B. J-Web
C. Network Director
D. Sky Enterprise

Answer: A

NEW QUESTION 34
You have configured a Web filtering UTM policy?
Which action must be performed before the Web filtering UTM policy takes effect?

A. The UTM policy must be linked to an egress interface
B. The UTM policy be configured as a routing next hop.
C. The UTM policy must be linked to an ingress interface.
D. The UTM policy must be linked to a security policy

Answer: D

NEW QUESTION 35
The Sky ATP premium or basic-Threat Feed license is needed fort which two features? (Choose two.)

A. Outbound protection
B. C&C feeds
C. Executable inspection
D. Custom feeds

Answer: BD

NEW QUESTION 38
Firewall filters define which type of security?

A. Stateful
B. Stateless
C. NGFW
D. Dynamic enforcement

Answer: B

NEW QUESTION 39
Which flow module components handles processing for UTM?

A. Policy
B. Zones
C. Services
D. Screen options

Answer: C

NEW QUESTION 42
What are the valid actions for a source NAT rule in J-Web? (choose three.)

A. On
B. Off
C. Pool
D. Source
E. interface

Answer: BCE

Explanation: 
Explanation
https://www.juniper.net/documentation/en_US/junos/topics/topic-map/nat-security-source-and-source-pool.html

NEW QUESTION 46
What is the correct order of processing when configuring NAT rules and security policies?

A. Policy lookup > source NAT > static NAT > destination NAT
B. Source NAT > static NAT > destination NAT > policy lookup
C. Static NAT > destination NAT> policy lookup > source NAT
D. Destination NAT > policy lookup > source NAT > static NAT

Answer: C

NEW QUESTION 48
Which three actions would be performed on traffic traversing an IPsec VPAN? (Choose three.)
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A. Port forwarding
B. Authentication
C. Encryption
D. Deep inspection
E. Payload verification

Answer: BCE

NEW QUESTION 51
......
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